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What Is the Internet?

The Internet is a global network of computers that communicate using a common language. It is similar to the international telephone system—no one owns or controls the whole thing, but it is connected in a way that makes it work like one big network.

The World Wide Web (WWW) gives you a graphical, easy-to-navigate interface for looking at documents on the Internet. These documents, as well as the links between them, comprise a "web" of information.

Files—or "pages" on the Web—are interconnected. You connect to other pages by clicking special text or graphics, which are called hyperlinks.

Pages can contain news, images, movies, sounds—just about anything. These pages can be located on computers anywhere in the world. When you are connected to the Web, you have equal access to information worldwide; there are no additional long-distance charges or restrictions.

Hyperlinks are underlined or bordered words and graphics that have Web addresses embedded in them. By clicking a hyperlink, you jump to a particular page in a particular Web site. You can easily identify a hyperlink. Hyperlink text is a different color from the rest of the text on a Web page. Each Web page, including a Web site’s home page, has a unique address called a Uniform Resource Locator (URL); for example, http://www.microsoft.com/home.htm. Domain Name System (DNS) names are used on the Internet.

What Is an Intranet?

In this document, "intranet" refers to any TCP/IP network that is not connected to the Internet. Internet Information Server can be configured to provide your intranet with the same features and services found on the Internet, such as hypertext pages (which can contain text, hyperlinks, images, and sounds), client/server applications, and database access.

What Is Internet Explorer?

Microsoft® Internet Explorer is a web browser. Internet Explorer is a tool for navigating and accessing information on the World Wide Web, the graphical portion of the Internet.

The toolbar provides a range of detailed functions and commands for managing the browser. The address bar below the toolbar displays the current Web site address being accessed. To go to a new Web site, you type the site’s URL directly into the white space on the address bar. When you have finished typing, press Enter.

Microsoft Internet Information Server includes a version of Internet Explorer for each Windows version:

· Internet Explorer for Windows® NT

· Internet Explorer for Windows for Workgroups and Windows version 3.1

· Internet Explorer for Windows 95

What Is Internet Information Server?  

Microsoft Internet Information Server is a network file and application server that transmits information by using the HyperText Transport Protocol (HTTP).

What Can I Do with Internet Information Server?  Some familiar uses of Microsoft Internet Information Server (IIS) are to:

· Publish a home page on the Internet for your business featuring a newsletter, sales information, or employment opportunities.

· Publish a catalog and take orders from customers.

· Publish interactive programs.

· Provide your remote sales force easy access to your sales database.

· Use an order-tracking database.

How Does Internet Information Server Work?  The Web is fundamentally a system of requests and responses. The Microsoft Internet Information Server responds to Web browser requests for information. The Internet Information Server listens for requests from users on the network using the WWW service.


Browser Requests  Browser request syntax determines what the server will do with the request. Requests are in the form of a URL.

URL Syntax

URL syntax is a specific sequence of protocol, domain name, and path to the requested information, as described in the table below. Protocol is the application used to gain access to information; for example, HyperText Transport Protocol (HTTP). Domain name is the name registered in DNS. The path is the path on the server to the requested information.  

The table below demonstrates each component—prefix, root, and suffix—of a URL.  

Protocol
Domain Name
Path to Information

 http://
 www.microsoft.com
/backoffice

 https:// 
 (secure HTTP)
 www.company.com
/catalog/orders.htm

 gopher://
 gopher.college.edu
/research/astronomy/index.htm

 ftp://
 orion.bureau.gov
/stars/alpha quadrant/starlist.txt

· Request Syntax

Just as Microsoft Word documents use the convention fileame.doc, and programs use the convention programname.exe, the path to information determines whether the request is for a static HyperText Markup Language (HTML) page, for a dynamic HTML page, or for a directory listing. Sometimes the path includes parameters, or data the infomation server will process before returning a dynamic page.

In all cases the server replies with an HTML page (or an error message). Example request types are listed in the following table:

Request Type
URL

 Static HTML page
http://www.microsoft.com/backoffice/home.htm

 ISAPI application
http://www.msn.com/custom/page1.dll?CUST=on

 Internet Database
 Connector
http://www.microsoft.com/feedback/input.idc

 CGI script
http://www.company.com/calculator/add.pl?2.2

 Directory listing
ftp://orion.nasa.gov/stars/alpha quadrant/list

Information Server Response  Responses are typically in the form of an HTML page. The returned page can be one of three types: a static HTML page, a dynamic HTML page, or a directory-listing page.

Static Pages

Static pages are static HTML pages that are prepared in advance of the request. The Information Server returns the HTML pages to the user, but takes no special action. The user requests a static page by typing in a URL (in the following illustration, http://www.company.com/home.htm) or by clicking a link pointing to a URL. The URL request is sent to the server. The server responds by returning the static HTML page.
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 Dynamic Pages

Dynamic pages are created in response to a user’s request. The user requests a dynamic page by clicking a link pointing to a URL, or by clicking a button on a form, which in turn sends the data in the form to the server. The server uses any data supplied by the user to run the specified script or application or to query or post data to a database. The server returns the results to the user in an HTML page. 

The following illustration shows how a user can send a query to an Internet Server API (ISAPI) application that adds two numbers. The user types the two numbers to be added, then clicks a button, which in turn sends the two numbers to the server. The server adds the numbers, then returns the results to the user in an HTML page. 
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The following illustration shows a user posting an order to a database using the Internet Database Connector. The user completes a form, then clicks a button, which in turn sends the data in the form to the server. The server posts the data to a database, then confirms the order by sending an HTML page.
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Directory Listings

If users send queries without specifying a particular file, you might want to configure your server for directory browsing. If directory browsing is configured, a directory listing (a hypertext version of a File Manager listing) is returned to the user in the form of an HTML page. The user can then jump to the appropriate file by clicking it in the directory listing.
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In summary, Internet Information Server responds to user requests with an HTML page. This page can be a static page that is already prepared, or it can be generated in response to information that the user provides, or it can be a directory listing that is created automatically from a listing of the available files and directories.

How Do I Use Internet Information Server?

Internet Information Server is flexible enough to perform many important functions for your organization. It is scalable from supporting a single-server site to supporting large multi-server installations. For example, www.microsoft.com and www.msn.com are among the busiest Web sites on the Internet today, and both use multiple servers running Microsoft Internet Information Server.

One of the primary factors that determines the configuration and use of Internet Information Server is whether is will be used internally by employees on your intranet, or if it will be connected to the Internet.

The following scenarios are intended to help you understand the range of possibilities for using Internet Information Server.

Intranet Scenarios  Internet Information Server integrates well into almost any existing environment. Internet Information Server (IIS) integrates Windows NT security and networking so you can add IIS to an existing computer and use existing user accounts. It is not necessary to use a dedicated computer to run Internet Information Server.

For example, in a small workgroup you can add Internet Information Server to an existing file and print server. The WWW server can host personal Web-style pages, customized workgroup applications, serve as an interface to the workgroup’s Sequential Query Language (SQL) database, or use Remote Access Service (RAS) to provide dial-up access to the workgroup’s resources from remote sites.

[image: image5.wmf] 

In a larger business with multiple departments or workgroups, each department might run Internet Information Server on an existing file server for workgroup-specific information. A central information server might be used for companywide information, such as an employee manual or company directory.
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Internet Scenarios  Internet Information Server can function as a simple dedicated WWW server on the Internet, as shown in the following illustration.
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In larger sites, you can provide access from your internal network to the Internet Information Server, allowing employees to browse the server or to use authoring tools, such as Internet Assistant for Microsoft Word, to create content for your server.
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Internet Information Server’s integration with all of the Windows NT services can also create servers with multiple functions. For example, a company with sites in different parts of the world can use Internet Information Server to provide communication between sites, with the added flexibility of Internet access. You can even add RAS to an Internet Information Server to provide dial-up access to your intranet or the Internet.
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Many scenarios for connecting to the Internet involve third-party routers or security devices that filter network packets between your computer and the Internet. Routers and other security devices are not indicated in the preceding illustrations.

The Internet is a network of networks. Every Internet Information Server must be configured to operate in a network, whether it is the global Internet or your local intranet.

This section explains:

· Routers and security devices.

· Typical network configurations.

· Administering servers by using Internet Service Manager.

· Using the discovery mechanism to find other computers on your network.

· Internet publishing requirements.

· Issues involved in publishing on a private intranet.

· Internet Explorer for network users.

· Using Simple Network Management Protocol (SNMP) monitoring.

General Networking Issues

This section explains the basic Transport Control Protocol/Internet Protocol (TCP/IP) networking requirements for nearly all Internet Information Server sites, especially those with more than one information server. For issues specific to the Internet or to intranet publishing, see those sections later in this chapter.

Routers and Security Devices  TCP/IP is a routable protocol, meaning each piece of information (packet) has a specific address that it is routed to. Dedicated routers connect two networks, routing packets between the networks. The routers check the destination for each packet on one network, and if the destination is on the router’s other network, it routes the packet to its destination.

Routers can be configured to allow only certain packets between networks, a process called packet filtering. Packet filtering can be used to prevent users from seeing or connecting to internal computers and resources.

If you have a TCP/IP network you probably have routers in your network already. Often an Internet Service Provider (ISP) will install a router between the Internet and your information server. This will enable you to filter the incoming and outgoing packets. See your ISP or router documentation for more information about configuring routers or similar security devices.

Typical Network Configurations  Network configuration is based on whether you will have an Internet site or an intranet site.

Internet Sites  

If you will have only one computer running Internet Information Server at your site, your Internet Service Provider (ISP) can help you with many details, such as router configuration and the IP address of the default gateway that your server will use.

If you have multiple computers running Internet Information Server on your network, you must configure their TCP/IP settings to operate correctly through your Internet connection configuration, including any routers used between your servers and the default gateway.

Typically, sites with more than one computer running Internet Information Server will add another router. With the addition of another router, the servers can be grouped into a single subnet isolated from your private network, as shown in the following diagram.
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To Create a Subnet, You Will Need:

· One computer with two network adapter cards and Windows NT TCP/IP routing enabled, or a dedicated router for your subnet.

· See Help in Windows NT for the procedure to create a simple router on a computer running Windows NT and for the procedure to set routing tables by using the route command.

· A valid IP addresses for every network adapter card in your subnet and the correct Subnet Mask.

· Correct default Gateway IP address configurations.

Your ISP will provide you with the Internet IP addresses, subnet mask (if any), and your default gateway configuration.

Intranet Sites

If you are publishing only to your own intranet, Internet Information Server can be integrated into any TCP/IP network. If Dynamic Host Configuration Protocol (DHCP) and Windows Internet Name Service (WINS) are enabled on your network, clients can use the server’s computer name to connect with the server. If Domain Name System (DNS) is enabled on your network, you will use host names.
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Integrating Your Intranet with the Internet

It is possible to just connect your entire intranet to the Internet, rather than connecting a subnet containing only your Information Servers to the Internet. However, there are many security implications to connecting an intranet to the Internet. You should thoroughly understand the security implications and understand TCP/IP networking before you decide to integrate your entire network with the Internet. Integrating a network with the Internet requires information that is outside the scope of this manual. See Chapter 5, "Securing Your Site Against Intruders," for more information about security, and consult the Internet or other sources for additional information about Internet security, firewalls, and TCP/IP networking.

Administering Servers with Internet Service Manager  
ou can install Internet Service Manager on computers from which you will administer computers running Internet Information Server on your network. Internet Service Manager can be installed on Windows NT Workstation or Windows NT Server.

For over-the-network installation, use File Manager to create a network share containing the \Admin directory on the compact disc. You can then install Internet Service Manager to administer the services from any computer on the network running Windows NT.

Note  All Internet Information Server services (WWW, Gopher, and FTP) require Windows NT Server. Internet Service Manager can also be installed on computers running Windows NT Workstation.

Finding Other Computers on Your Network or Subnet  
Microsoft Internet Service Manager has a discovery mechanism that finds computers running Microsoft Internet services on your network. You can choose Find All Servers in the Properties menu to discover the Microsoft Internet Information Server computers on your network.

If WINS servers are used on your network, the discovery process used by Microsoft Internet Server is automatic. When Microsoft Internet Information Server starts, it automatically registers its available services with your WINS servers. Thus, when Internet Service Manager queries the network for computers running Microsoft Internet services, the WINS servers return the registered services. Internet Service Manager then displays the returned services.

If WINS servers are not available, discovery uses TCP/IP broadcasts to perform the same functions. Discovery will not work if you do not have WINS servers, or if the servers reside across routers and cannot be discovered by using broadcasts.

Publishing on the Internet

For the world to reach your site, you must have an Internet connection. Connections to the Internet are usually leased from ISPs. In addition to providing your physical Internet connection and IP address (and subnet mask if appropriate), your ISP can provide many of the Internet services, such as domain name registration, routers, and DNS service.

Choosing the Right Internet Connection  Your connection to the Internet will be through a network adapter card or other network device, such as a modem or Integrated Services Digital Network (ISDN) card. Internet bandwidth is measured in bits per second (bps).

Your server configuration and Internet bandwidth determine how fast data gets to your computer and how many requests can be serviced simultaneously. As the number of computers getting data through your Internet connection increases, delays or failures will occur unless you have enough bandwidth.

When you lease an Internet connection a network cable is installed by your ISP to your site. Leased connection speeds range from 56,000 bps (with Frame Relay) to 45,000,000 bps (with a T3 connection). A dial-up ISDN line can offer speeds up to 128,000 bps.

Internet Connection Types  The connection types described in the following table represent typical levels of service for full Internet connections. (Some ISPs provide only limited Internet service.) The Internet services offered through Internet service providers in your area may differ slightly.

Connection
Maximum BPS
Simultaneous Users Supported

Frame Relay
56,000
10-20

ISDN
128,000
10–50

T1
1,500,000
100–500

Fractional T1
varies as needed


T3
45,000,000
5000+ 

A light-duty server can use Frame Relay or ISDN. A server with medium traffic might have a T1 line or some fraction of a T1 line installed. Large businesses that expect heavy Internet traffic may need fractional or multiple T1 lines or even T3 service in order to handle thousands of users.

Modem connections to the Internet are available, but are typically used for individual client browsing, and are not recommended for servers. A connection to the Internet using a phone line and modem can service only two or three simultaneous users. (Modem connections might be used for text-only Internet servers with only a small number of potential users.) Modem connections are often called "slow links" because data is transmitted at the speed of the modem, typically from 9,600 to 28,800 bps, far too slow for efficient operation of a WWW server.

IP Addresses and DNS  The Internet is a worldwide collection of individual Transmission Control Protocol/Internet Protocol (TCP/IP) networks. Each computer on the Internet has a unique address (IP address). Information is transmitted on the Internet in data packets. Each packet is addressed to a specific computer’s IP address, such as 10.212.57.189.

Because IP addresses are difficult to use and remember, the Domain Name System (DNS) was created to pair a specific IP address, such as 10.189.54.1, with a friendly domain name, such as microsoft.com. When a user browses the Internet by using a domain name, the browser first must contact a DNS server to resolve the domain name to an IP address, then contact the computer with that address.

This has two implications for your Internet Information Server:

· You must have a permanent IP address assigned to a server on the Internet.

· You must register a domain name in the DNS for your permanent IP address.

Your ISP will generally provide your IP addresses and may also register your domain names. Contact the Internet Network Information Center (InterNIC) or your ISP for more information about DNS registration.

Other Internet Client Services  Your ISP must provide you with a connection, one or more IP addresses (and subnet mask, if appropriate), and usually the IP address of at least one DNS server. Internet service providers often offer additional client services. You will need additional software to use these services.

· Mail services are used to exchange electronic mail. The Simple Mail Transfer Protocol (SMTP) is used for Internet mail.

· News services give you access to a Network News Transfer Protocol (NNTP) server. Using a news reader, you can read messages posted in the thousands of available news groups. Usenet is one of the more popular public news services.

Publishing on an Intranet

Microsoft Internet Information Server can also be used on any private TCP/IP network to provide files and applications to network users. This section explains how to plan for publishing on a private intranet. Issues to be considered include:

· Distributing Internet Explorer to Clients.

· Name Resolution Systems.

· Using DHCP.

· Using Computer names in URLs.

Internet Explorer  Internet Explorer makes it easy for users to browse your information services. Users point and click links to move from page to page. If links to non-HTML files are encountered, Internet Explorer automatically displays the file with the proper viewer, or downloads the file to the local hard drive.

Internet Explorer versions are included for your intranet users running any of the following operating systems:

· Windows NT Server version 3.51 or later

· Windows NT Workstation version 3.51 or later

· Windows 95

· Windows for Workgroups version 3.11

· Windows version 3.1

What Are the Differences Between Versions?  All Internet Explorer versions perform the same basic functions and have very similar operation. Internet Explorer takes advantage of the features of the operating system it is running. Setup.exe in the \Clients directory on the compact disc automatically installs the correct version.

Windows NT Server and Windows NT Workstation

This version of Internet Explorer runs on versions 3.51 and later. It is a 32-bit application.

Windows 95

This version of Internet Explorer runs on Windows 95. It is a 32-bit application that takes advantage of the Windows 95 interface.

The Windows 95 version of Internet Explorer also supports may advanced features, such as:

a) Inline video (.avi files)

b) Background sound and bitmaps

c) Scrolling banners

d) Context-sensitive menus

Windows for Workgroups and Windows version 3.1

This version of Internet Explorer runs on Windows for Workgroups version 3.11 and Window version 3.1. It is a 16-bit application.

How Do I Distribute Internet Explorer To Users?  You can use File Manager to share the contents\Clients directory on your compact disc, and then instruct users to run the Setup program from the network share. Setup automatically installs the appropriate version.

You can also copy the \Clients directory to a network share on a hard disk and allow clients to run Setup from the network share.

To fully automate installation for clients and control the installation configuration, you can use the file Unattend.txt. Unattend.txt is in each directory containing Setup.exe. First modify Unattend.txt to reflect the default configuration for users, then instruct users to install Internet Explorer from a batch file that starts unattended-mode Setup. See 
Chapter 1, "Installing Internet Information Server," or Help for more information about unattended-mode setup.

A complete downloads area is available in the CTS Online Help Web. To install the web, click the Start button on the taskbar, point to Programs, and click Install Communications Tools for Schools Online Help Web.

Name Resolution Systems  If you want intranet clients to be able to use friendly names with Internet Explorer when browsing information servers, you must provide a name resolution system for clients.

Windows NT Server offers you the advantage of automatic IP address administration with the DHCP server and WINS server methods for name resolution offered by WINS servers.

Using Computer Names with WINS Servers  A WINS server is a Windows NT Server–based computer running Microsoft TCP/IP and WINS server software. A WINS server maintains a database that maps TCP/IP addresses to Windows Networking computer names.

Microsoft Internet Information Server uses WINS server software to map TCP/IP addresses to computer names on the network. WINS uses Microsoft Networking computer names, which makes it much more flexible than DNS for name resolution. WINS also provides a dramatic reduction of IP broadcast traffic in Microsoft inter-networks, while allowing client computers to easily locate remote systems across local or wide area networks. If you use WINS servers on the Internet, your computers must be using valid Internet IP addresses.

Using Computer Names and LMHOSTS  An LMHOSTS file is a simple text file resolving Windows computer names to IP addresses. If you have a small or infrequently changing network you can distribute an LMHOSTS file to each computer in the network. Each time a host changes you will have to manually change the LMHOSTS files.

Using Domain Names with DNS Servers  You can maintain a DNS server and Internet-assigned TCP/IP domain names as used on the Internet. If you plan to connect your network to the Internet, your IP addresses and DNS server routing configuration must be valid for the Internet.

Using Domain Names and HOSTS  A HOSTS file is a simple text file resolving DNS domain names to IP addresses. If you have a small or infrequently changing network, you can distribute a HOSTS file to each computer. Each time a host changes you will have to manually change the HOSTS files.

Using DHCP in Your Intranet  You can take advantage of DHCP server automatic IP address administration.

A DHCP server is a Windows NT Server–based computer running Microsoft TCP/IP and the DHCP server software.

If you use DHCP servers, you must use WINS Servers for clients to have automatic IP address name resolution. DHCP is defined in Requests for Comments (RFCs) 1533, 1534, and 1541. See Tcpip.hlp in Windows NT Server for more information about DHCP servers.

Using URLs and Creating HTML Links for Intranets  When you connect to a server or create HTML files and links on an intranet, you must name computers in accordance with the name resolution system implemented on your network. For example, if you use WINS servers on your network, your links will use Windows computer names, such as http://sales1/homepage.htm, where sales1 is the name of the computer running Internet Information Server.

SNMP Monitoring

If you monitor your network by using Simple Network Management Protocol (SNMP), you can use the SNMP Management Information Bases (MIBs) provided by Microsoft Internet Information Server to monitor your Web server.

The MIB files included in the \Sdk directory of the Microsoft Internet Information Server compact disc can be used by third-party SNMP monitors to enable SNMP monitoring of the WWW, Gopher, and FTP services of Microsoft Internet Information Server.

Internet Information Server supports SNMP monitoring only. SNMP configuration is not supported.

You will need to compile the MIB files using the MIB compiler that comes with your SNMP software before using them with the Windows NT SNMP service. You must start the services to be monitored before configuring and starting the SNMP service on your Internet Information Server–based computer. Once the SNMP service has been started on both the remote and local computers, you can use SNMP tools to monitor the running services. (See the Windows NT Resource Kit or documentation for more information about SNMP.)

A

Address Code by which the Internet identifies you. The format is username@hostname, where username is your user name, login name, or account number, and hostname is the name of the computer or Internet provider you use. The host name may be a few words strung together with periods.

America Online  A public Internet provider. If you have an account on America Online®, username@aol.com is your Internet address, where username is your America Online account name. 

Anonymous FTP  A way to use the FTP program to log on to another computer to copy files when you do not have an account on that computer. When you log on, type anonymous as the user name and your address as the password. This gives you access to publicly available files. 

ANS (Advanced Network Services)  ANS runs one of the largest high-speed networks on the Internet. Run by IBM, MCI, and Merit.

Archie A system that helps you find files located anywhere on the Internet. After Archie locates the file, you can use FTP to get it. Archie is both a program and a system of server computers that contain indexes of files.

Authentication  Verifying the identity of a person or computer process. 

B

Backbone   A high-speed line or series of connections that form a major pathway within a network. The term is relative, because a backbone in a small network will likely be much smaller than many nonbackbone lines in a large network.

Bandwidth How much "stuff" you can send through a connection. Usually measured in bits per second (bps). A full page of English text is about 16,000 bits. A fast modem can move about 15,000 bits in one second. Full-motion, full-screen video would require roughly 10,000,000 bps, depending on compression.

BBS (Bulletin Board System)  A computerized meeting and announcement system that allows people to carry on discussions, upload and download files, and make announcements without being connected to the computer at the same time. There are at least several thousand BBSs around the world. Most BBSs are very small and run on a single IBM-PC compatible with one or two telephone lines.

Browser   A client program (software) that is used to search through information provided by a specific type of server. (See also: client, URL, WWW)

C

Chatting  Talking in real time to other network users from any and all parts of the world.

Client program  A software program that is used to contact and obtain data from a server software program on another computer, often across a great distance. Each client program is designed to work with one or more types of server programs.

.com  When these letters appear at the end of an address (info@microsoft.com), they indicate that the host computer is run by a company rather than a university or government agency. It also means that the host computer is most likely located in the United States.

CompuServe   An online information provider (sometimes abbreviated CIS) that provides some Internet access. If your CompuServe account number is 7123,456 your Internet address will be 7123.456@compuserve.com. Notice that the comma in the CompuServe address becomes a period in the Internet address.

Cookies  A mechanism for server-side connections to store and retrieve information on the client side.

Cyberspace   A virtual universe of computers, programs, and data.

D

Delphi  An online information provider that includes access to Internet services. If you have an account on Delphi, your Internet address is username@delphi.com, where username is your Delphi account name.

DNS (Domain Name System)  A system for translating computer names into numeric Internet addresses.

Domain Name  The unique name that identifies an Internet site. A given machine may have more than one domain name, but a given domain name points to only one machine. It is also possible for a domain name to exist—but not be connected to an actual machine. This is often done so that a group or business can have an Internet e-mail address without having to establish a real Internet site. In these cases, an Internet service provider's machine must handle the mail on behalf of the listed domain name. (See also: IP number)

E

.edu  When these letters appear at the end of an address (info@mit.edu), they indicate that the host computer is run by an educational institution. It also means that the host computer is most likely located in the United States.

E-mail (electronic mail)  Messages, usually text, sent from one person to another by means of a computer. E-mail can also be sent automatically to a large number of addresses by using a mailing list. (See also: listserv)

F

Finger  A program that displays information about someone on the net. On most UNIX systems, this command tells you who is logged on right now. On most Internet hosts, it tells you the name (and possibly some other information based on the person's Internet address) and the last time that person logged on.

Firewall  A filter for messages. If an organization wants to exchange mail by the Internet, but does not want other Internet members "telnetting in" and reading those files, its connection to the Internet can be protected by using a firewall.

FTP (File Transfer Protocol)  A method of transferring one or more files from one computer to another over a network or telephone line.

G

Gateway  A computer that connects one network with another when the two networks use different protocols. The UUNET computer connects the UUCP network with the Internet, providing a way for mail messages to move between the two networks.

Genie  An online service run by General Electric. If you have an account on Genie and your mail name is ABC, your Internet address is ABC@genie.gies.com.

GIF (Graphic Interchange Format)  The file format commonly used to distribute graphics files on the Internet.

Gopher  A system that lets you find information by using menus. To use Gopher, you usually Telnet to a Gopher server and begin browsing through the menus.

H

Host  A computer on the Internet you may be able to log on to. You can use FTP to get files from a host computer and use other programs (such as Telnet) to make use of the host computer.

HTML (Hypertext Markup Language)  A system used for writing pages for the World Wide Web. HTML allows text to include codes that define fonts, layout, embedded graphics, and hypertext links.

HTTP (Hypertext Transfer Protocol)  The method by which World Wide Web pages are transferred over the network.

Hypertext  A system of writing and displaying text that enables the text to be linked in multiple ways, available at several levels of detail. Hypertext documents can also contain links to related documents, such as those referred to in footnotes. Hypermedia can also contain pictures, sounds, and video.

I

IETF  The protocol engineering and development arm of the Internet. The IETF is a large, open, international community of network designers, operators, vendors, and researchers concerned with the evolution of the Internet architecture and the smooth operation of the Internet. It is open to any interested individual.

Internet  The vast collection of interconnected networks that all use TCP/IP and that evolved from ARPANET of the late 1960s and early 1970s. The Internet connects roughly 60,000 independent networks into a vast, global network.

IP (Internet Protocol)  The transport layer protocol used as a basis of the Internet. IP enables information to be routed from one network to another in packets and then reassembled when they reach their destination.

IP Number  A four-part number separated by periods (for example, 165.113.245.2) that uniquely identifies a machine on the Internet. Every machine on the Internet has a unique IP number; if a machine does not have an IP number, it is not really on the Internet. Most machines also have one or more domain names that are easier for people to remember.

IRC (Internet Relay Chat)  A system that enables Internet users to talk with each other in real time over the Internet rather than in person.

ISDN (Integrated Services Digital Network)  A way to move more data over existing regular telephone lines. ISDN is only slowly becoming available in the USA. ISDN can provide speeds of 128,000 bits per second over a regular telephone line at almost the same cost as a normal telephone call.

J

Jughead  A program that helps you find specified information in Gopher directories. Similar to Veronica, but more focused.

L

LAN (Local Area Network)  A group of connected computers, usually located close to one another (such as the same building or floor of the building) so that data can be passed among them.

Leased Line  Refers to a telephone line that is rented for exclusive 24-hour, 7-days-a-week access between your location and another location. The highest speed data connections require a leased line.

Listserv  
A family of programs that manages mailing lists by distributing messages posted to the list, adding and deleting members automatically.

Login  A noun or a verb. Noun: The account name used to gain access to a computer system. Unlike a password, the login name is not a secret. Verb: The act of entering into a computer system; for example, "Login to the WELL and then go to the GBN conference."

M

Message  A piece of e-mail or a posting to a newsgroup.

Mirror  An FTP server that provides copies of the same files as another server. Some FTP servers are so popular that other servers have been set up to mirror them and spread the FTP load to more than one site.

Modem (MOdulator + DEModulator)  A device that you connect to your computer and to a telephone line to allow the computer to talk to other computers through the system. Modems convert the computer's digital signals into analog waves that can be transmitted over standard voice telephone lines. Modem speeds are measured in bits per second (bps)—also sometimes expressed as kilobits (thousands of bits) per second (Kbps). For example, 28.8 Kbps and 28,800 bps are the same thing—28,800 bits per second.

Mosaic  A Windows-based, WinSock-compliant program called a web browser that lets you access information on the World Wide Web. Microsoft's web browser is Internet Explorer. 

N

Name Resolution  The process of mapping a name into its corresponding address.

Netnews  Another name for Usenet. Often refers to Usenet News when being received by way of the Internet, through NNTP.

Netscape  A Windows-based, WinSock-compliant web browser program that lets you access information on the World Wide Web. (Compare to Internet Explorer.)

Network  Any time you connect two or more computers together so that they can share resources, you have a computer network. Connect two or more networks together and you have an internet (small "i").

Newsgroup  A distributed bulletin board system about a particular topic. Usenet News (also known as Netnews) is a system that distributes thousands of newsgroups to all parts of the Internet.

NNTP (Network News Transfer Protocol)  A protocol defined for distribution, inquiry, retrieval, and posting of news articles.

Node  A computer on the Internet, also called a host. Computers that provide a service, such as FTP sites or places that run Gopher, are also called servers.

P

Packet  A chunk of information sent over a network. Each packet contains the destination address, the sender's address, error-control information, and data.

Page  A document, or collection of information, available through the World Wide Web. To make information available over the WWW, it is organized into pages. A page may contain text, graphics, video, and/or sound files.

Ping  A network management tool that checks to see whether you can communicate with another computer on the Internet. It sends a short message to which the other computer automatically responds. If the other computer does not respond to the ping, you usually cannot establish communications.

Point of Presence (POP)  A physical site in a geographic area where a network access provider, such as UUNET, has equipment to which users connect. The local telephone company's central office in a particular area is also sometimes referred to as their POP for that area. (As an example, AT&T's POP for the Seattle area is in downtown Seattle.)

Post Office Protocol (POP)  A system by which a mail server on the Internet lets you grab your mail and download it to your PC or Macintosh. Most people refer to this protocol with its version number (POP2, POP3, and so on) to avoid confusing it with Point of Presence.

PPP (Point-to-Point Protocol)  A scheme for connecting two computers over a telephone line (or a network link that acts like a telephone line— similar to SLIP).

Prodigy  An online system run by IBM and Sears. If you have a Prodigy account, username@prodigy.com is your Internet address, where username is your Prodigy user name.

R

Router  A special-purpose computer (or software package) that handles the connection between two or more networks. Routers look at the destination addresses of the packets passing through them and decide which route to use to send them.

S

Server  A computer that provides a service to other computers on a network. An Archie server, for example, lets people on the Internet use Archie.

SLIP (Serial Line Interface Protocol)  A software scheme for connecting a computer to the Internet.

SMTP (Simple Mail Transfer Protocol)  A protocol used to transfer e-mail messages between computers.

Socket  When your computer is on the Internet through a SLIP connection, a socket is a conversation your computer is having with a computer elsewhere on the Internet. You may have one socket for an FTP session, another socket for a Telnet session, and another socket taking care of getting your mail.

T

TCP/IP (Transfer Control Protocol/Internet Protocol)  The system that networks use to communicate with each other on the Internet.

Telnet  The command and program used to login from one Internet site to another. The Telnet command/program gets you to the "login" prompt of another host.

Terminal  A device that allows you to send commands to another computer. At a minimum, this usually means a keyboard and a display screen and some simple circuitry. Usually you will use terminal software in a personal computer—the software pretends to be (emulates) a physical terminal and allows you to type commands to another computer.

U

UNIX  A computer operating system (the basic software running on a computer, underneath things, such as word processors and spreadsheets). UNIX is designed to be used by many computer users at the same time (it is "multiuser") and has TCP/IP built in. It is the most common operating system for servers on the Internet.

URL (Uniform Resource Locator)  The standard way to give the address of any resource on the Internet that is part of the World Wide Web. This is an example of a URL: http://www.matisse.net/seminars.html. The most common way to use a URL is to enter into a Web browser program, such as Microsoft Internet Explorer or Netscape® Navigator.

Usenet  An informal group of systems that exchanges news. Usenet predates the Internet, but today, the Internet is used to transfer much of Usenet's traffic.

UUCP UNIX-to-UNIX Copy  A file-copying facility between UNIX systems, on which mail and Usenet news services were built. Although UUCP is still used (and is somewhat useful), the Internet provides a better way to do the same job.

UUNET  UUNET Technologies, Inc., provides global communication through the Internet. UUNET offered the first commercial-quality service for Usenet and UUCP connectivity, and it was the first to provide officially sanctioned relaying of mail between the Internet and UUCP worlds.

V

Veronica (Very Easy Rodent Oriented Netwide Index to Computerized Archives)  A program that uses word searches to locate articles in Gopherspace. Developed at the University of Nevada, Veronica is a constantly updated database of names of almost every menu item on thousands of Gopher servers. (See also: Gopher)

Viewer  A program used by Gopher, WAIS, or WWW client programs to show files with contents other than text. You would use a viewer to display graphics or video files, or to play sound files.

W

WAIS (Wide Area Information Servers)  A system that lets you search for documents that contain specific information that you are looking for.

WAN (Wide Area Network)  Any internet or network that covers an area larger than a single building or campus. (See also: Internet, LAN, network)

Windows Socket (WinSock)  Windows Sockets is a standard way for Windows-based programs to work with TCP/IP. You can use WinSock if you use SLIP to connect to the Internet.

WWW (World Wide Web)  A hypermedia-based system for accessing information on the Internet.

W3C (World Wide Web Consortium)  The World Wide Web is the universe of network-accessible information. The World Wide Web Consortium exists to realize the full potential of the Web. W3C works with the global community to produce specifications and reference software. W3C is funded by industrial members, but its products are freely available to all.
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