System Management Enhancements


General


�AUTONUM�	Graphical User Interface.  A highly demanded feature by the users of MS-DOS-based utility of Microsoft mail.


�AUTONUM�	Single-Seat View of the Organization. All parts of the messaging system appear as objects in a single hierarchical object tree. The administrator can easily navigate and administer any part of the system with a single tool, even across continents. This includes:
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�AUTONUM�	Modular, Extensible Administration. The Microsoft Exchange Software Development Kit (Microsoft Exchange SDK) provides interfaces permitting third party products such as gateways or workflow engines to “plug in” to the Microsoft Exchange Server Administrator program. This gives administrators a consistent and high-quality interface, making common tasks easier and reducing training costs


�AUTONUM�	Multi-language support.  Different language clients can be connected to Microsoft Exchange Server.  This is an important requirement for a corporate messaging system in today's world.


�AUTONUM�	Consistent Management of Recipients.  A recipient is an object that can receive messages and information.  The four types of recipients - mailboxes, public folders, distribution lists and custom recipients - are all consistently configured through easy-to-use tabbed property sheets.


�AUTONUM�	Link Monitors.  Link Monitors monitor the round-trip time between a Microsoft Exchange Server and another server or a foreign system.


Both configurable warning and alert times.


Enhancements to the system attendant allows auto reply to ping messages.


Notification to different people depending on systems state.


Escalation path - time ordered path as to who should be notified when.


Information can be logged to a file


Links may be intra or inter organization (including foreign systems connected via gateways)


�AUTONUM�	Server Monitors.  Server monitors monitor the condition of all servers and their services and clocks.


One monitor can monitor an unlimited number of servers.


Several monitors can be run at the same time.


Two types of polling intervals.  “Normal”, and “Critical Site” for servers which have been escalated to warning or alert mode


Notification to different people depending on particular problem or its escalation state


�AUTONUM�	Choice of Notification Types.  Electronic mail message, network alerts, pager notification, etc.


�AUTONUM�	Automatic Escalation Procedures.  You can specify some escalation actions in a monitor.  These will be processed if any of the services on one of the servers that are being monitored fails. These escalation procedures can be: "Take no Action", or "Restart Service", or "Restart Computer".


�


�AUTONUM�	Automatic Clock Synchronization Across Servers.  This is critical for replication and other cooperative processes in a distributed system like Microsoft Exchange, as well as maintaining the integrity of delivery times and other time-dependent features.


�AUTONUM�	Remote Restart and Reboot.  This is possible with individual services (such as the directory or gateways), or the server machine itself.


�AUTONUM�	Tight Integration with Windows NT Performance Monitor


Live view of queue activity, processor utilization, user logins, memory usage, message throughput and dozens of other parameters.





View data from any number of computers simultaneously.


View and dynamically change the update frequency.


Export data from charts, logs, alert logs, and reports to spreadsheet or database programs for further manipulation and printing.


Add system alerts that notify the administrator by displaying an Alert view, log the event in Event Viewer’s Application log, or issue a network alert to any machine.


Run a predefined program when a counter value goes over or under a user-defined threshold (every time or just the first time).


Create log files recording data about various objects from different computers.


Form a long-term archive by appending to one file selected sections of existing log files.


View current-activity reports or create reports from existing log files.


Save multiple configurations for reuse when needed, including individual chart, alert, log, or report settings, or the entire workspace.
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�AUTONUM�	Tight Integration with Windows NT User Manager.  Windows NT User Manager allows administrators of Windows NT domains to manage the Windows NT directory. Exchange Server tightly integrates with, and extends the Windows NT directory. The administrators can benefit from this tight integration in the following ways:


When a Windows NT domain user is created, a Exchange Server mailbox can be automatically created for this user.


When a Windows NY domain user is deleted, if this user has an Exchange Server mailbox, this mailbox can also be deleted.


All security settings for a Windows NT domain user, is automatically applied to the mailboxes (s)he can use.


The mailbox properties of a Windows NT domain user can be displayed and modified from within the User Manager.


Every time a new mailbox is created in the Exchange Server, an Windows NT user account may be assigned as the primary user of this mailbox. If the Windows NT user doesn’t exist, it can be created from within the Exchange Server Administrator.


During bulk import of Exchange Server users, the WindowsNT user information can be automatically generated


�AUTONUM�	Sophisticated User Security.  All the advantages of Windows NT user security, regardless of the LAN operating system used.  Windows NT user accounts are assigned “permissions” on Microsoft Exchange Server mailboxes, public folders, distribution lists and other objects in the system. This means all senders are authenticated - the concept of a “secure” server - whether connecting on a LAN or dialing in via modem. The following features go well beyond Microsoft Mail or any current LAN electronic mail product:


Forced Password Changes.  Users can be forced to change password the next time they logon, or can be prevented from changing their password.


Account Expiry.  You can set an expiration date for any user account.


Account Lockout.  After a set number of bad password attempts are made, the user account is blocked from further attempts preventing an unauthorized user from trying hundreds of password variations.


C2 Certification.


Authorized Logon Hours.  The users can be limited to logon during certain hours only.


� EMBED PBrush  ��� 





Authorized Logon Machines.  A user can be limited to logging on to the system only from a particular workstation or set of workstations.  This is useful when hosting contractors or consultants on-site, or in highly secure environments.


�AUTONUM�	Performance Optimizer.  This wizard walks you through a few steps to adjust your setup on your hardware for the best possible performance, based on your specifications on use of the system.


�AUTONUM�	Performance Optimizer Integrated into Exchange Setup.  At the end of Exchange Server setup, the installer is prompted to run the Performance Optimizer to configure the Exchange Server to take full advantage of their hardware platform.


�AUTONUM�	Many Diagnostic Parameters .  Microsoft Exchange Server gives the administrators many diagnostic logging parameters. As the administrator turns these parameters on, more detailed tracking is established in the Windows NT Event Viewer.
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�AUTONUM�	Administrative Delegation. A primary administrator can delegate subsets of administrative functions to certain personnel, such as resetting passwords and mailbox permission levels


�AUTONUM�	Logon Watch. At any given time the administrators can see which users are logged on to the public or private store, which Windows NT account they logged on to the network with, how many folders, messages or attachments they opened. This can be done using the private or public information store property sheet.


�AUTONUM�	Scheduled Information Store Maintenance.  The administrators can schedule an online maintenance for each server, including the defragmentation of the public and private information stores.


�AUTONUM�	Move Mailbox. This allows the administrators easily move user mailbox and calendar data from server to server, as employees change departments or to balance server usage.


�AUTONUM�	Find Recipients. The administrators, just like the users, have the necessary tools to get to information they need easily.


�AUTONUM�	Sophisticated Auditing and Logging.  This includes message tracking logs and event logs, permitting administrators to track and optimize server resource consumption, storage utilization and traffic routing


�AUTONUM�	Display Font.  You can change the font, size and style Microsoft Exchange Server administrator display in.


�AUTONUM�	Resource Profiling.  Using mailbox resource profiling, the administrator can see important information such as, how much space each mailbox uses, how many items were sent to each , which Windows NT user logged on to the mailbox last, and when. The following figure illustrate the resource profiling for the private information store.
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�AUTONUM�	Automatic Alias Name Creation.  Microsoft Exchange Server administrator can automatically create alias names for each mailbox created.  You can turn off or change the setting of this functionality using the Options command in the Tools menu.


�AUTONUM�	Automatic Display Name Creation.  Microsoft Exchange Server administrator can automatically create display names for each mailbox created.  You can turn off or change the setting of this functionality using the Options command in the Tools menu.


�AUTONUM�	Set User Attributes Globally.  If you have attributes that will be the same for many users, you can setup one mailbox and have the administrator use that a s a template while importing the directory.  This way you will be able to easily setup those attributes for all users imported.


�AUTONUM�	7x24 On-line Backup and Restore. Basic database backup capability comes built-in as part of the Windows NT backup procedure, including full, differential, and incremental backup of the Information Store to local or remote tape drives. Ability to remotely backup servers offers centralized control of the backup process. More advanced backup capabilities such as per-record backup will be available from 3rd-party suppliers.


�AUTONUM�	Backup API to do bricked backup.  Although Microsoft Exchange Server provides monolithic backup and restore, we provide a Backup API in the Microsoft Exchange Software Development Kit to allow third-parties to build bricked backup tools.


�AUTONUM�	Replication Status Control.  The administrators can easily control the replication status using the Folder/Server Replication Status tabs in the public information store property sheet or the public folder property sheets.


�AUTONUM�	Delivery Restrictions.  Specify users, lists of users, or gateways which a user may accept messages from or reject messages from.  You can also specify which users are authorized to send out particular connectors or gateways, such as the Internet Mail Connector or X.400. 


�AUTONUM�	Administrator-Settable AutoReply and AutoForward.  This can be done for mailboxes, public folders, and distribution lists. This is in addition to the user-controlled "Inbox Assistant and "Out of Office Assistant" features.


�AUTONUM�	Delegate Access.  This secure and sophisticated capability lets a user grant access permissions for others to use their mailbox.  They can set read/modify/delete permissions on any private folder. Can grant “send on behalf of” privileges, which means the delegate’s name appears in the message’s “From:” addressing field accompanied by the note “Sent on Behalf of Bob Smith” [your name here]. Also useful for “ex officio” mailboxes - like “United Way Chairman” or “Building 16 Receptionist”.  Finally, a user can be given full “Send As” privileges on another’s mailbox, but only by the administrator. Note that such security incidents are logged, and the log itself can be independently secured.





Migration and Coexistence


� AUTONUM �	Client Help for Microsoft Mail Users.  Tools to convert Microsoft Mail local message store (MMF) files and Personal Address Book files are provided with the client software.


�AUTONUM�	Migration Wizard for Microsoft Mail.  This tool makes it possible for administrators to migrate the Microsoft Mail for PC Networks users and shared folders to Microsoft Exchange Server.


�AUTONUM�	Migration Wizard for Lotus cc:Mail.  This tool makes it possible for administrators to migrate the cc: Mail users and bulletin boards to Microsoft Exchange Server.
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�AUTONUM�	Migration Wizard for Source Extractor Output.  The Migration Wizard also makes it possible to migrate the information that the Source Extractor creates into Microsoft Exchange.  For a list of systems a Source Extractor is provided in the product, please see the following item.


�AUTONUM�	Migration Source Extractor.  Migration Source Extractors run in the native environment of the messaging system and create an output that can be used by the Migration Wizard to move the user information (directory, messages, calendar information, etc.) to Microsoft Exchange. The following source extractors are included in Microsoft Exchange Server 4.0:


Microsoft Mail for AppleTalk® Networks Source Extractor


IBM PROFS®/OfficeVision® Source Extractor


DEC ALL-IN-1™ Source Extractor


Verimation Memo Source Extractor





Installation


�AUTONUM�	Customizable Install. Microsoft Exchange Server has a fully customizable install.  Administrators will be able to run pre-programmed batch installations.


�AUTONUM�	Running Clients off a File Server. Based on Microsoft Mail customer feedback, installing this configuration has been greatly simplified and robustness improved.


�AUTONUM�	Uninstall. Microsoft Exchange Server and its clients offer a complete uninstall.


�AUTONUM�	Microsoft Exchange Setup Editor.  This tool helps administrators customize the setup options for the client installation and specify the profile setup. This is a powerful that allows the administrator to determine the following user options, and installation settings:


The home server for the users that will be installing from a specific client installation point. The administrator no longer needs to manually distribute server names.


Other user options that are important to be managed centrally for some companies, such as:


whether the sent mail will be saved into the Sent Items folder.


whether a read and/or delivery receipt will be required for sent items.


whether the replies and forwards will include the original message text.


Which installation options will be displayed for the users - Custom, Laptop, Typical.


Which program manager group will the Exchange client icon be inserted in.


Which directory on the user’s machine the Exchange Client will be installed in.


Which program components will be installed - Exchange Help, Schedule+ Seven Habits Wizard, Schedule+ Importers & Exporters, etc.


Which services will be installed - Personal Address Book, Exchange Server provider, Personal Folder, etc.


The binding order to the RPC protocols.





Server Enhancements


Standards Support


�AUTONUM�	Simple Mail Transfer Protocol (SMTP).  Microsoft Exchange communicates and exchanges information with messaging systems that use SMTP, the industry standard for e-mail exchange on the Internet. SMTP is defined in a series of Requests for Comments (RFCs) maintained at the Internet Network Information Center (InterNIC). Microsoft Exchange Internet Mail Connector (IMC) adheres to RFC 821, 822, and 1123.  In addition the IMC adheres to RFCs 1521 and 1522, which define MIME, and RFC 1154, which define UUENCODE.


�AUTONUM�	MAPI 1.0 compliant. The Messaging Applications Programming Interface, already supported in over 1,000 third-party products.


�AUTONUM�	CMC (Common Mail Calls) support. CMC is the cross-platform messaging standard developed by the XAPIA (X.400 Applications Programming Interface Association), a committee of customers and vendors. In 1993 Microsoft became the first vendor to ship products supporting CMC, with Microsoft Mail and Windows for Workgroups. CMC now becomes an integral part of MAPI 1.0 itself. SimpleMAPI is also supported for compatibility with products already on the market.


�AUTONUM�	X.400 Conformance. The MTA built into the current Microsoft Mail Gateway to X.400 conforms to the 1984 standard. The Microsoft Exchange Server X.400 Connector is certified for server-to-server conformance to the CCITT1984 and 1988 X.400 standard.
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�AUTONUM�	X.400 Bodypart 15 and FTBP (File Transfer Body Part) support.  These standards greatly improve interoperability when sending attachments between multiple-vendor X.400 systems.


�AUTONUM�	Standards-based Remote Access: RAS, SLP and PPP.  Remote client support is now based on a remote-LAN-node architecture using Microsoft Remote Access Services, rather than the proprietary mail-only protocol used in Microsoft Mail Remote.  Point-to-Point Protocol (PPP) and Serial Line Internet Protocol (SLIP) - both important to the Internet and UNIX communities - are two standard protocols enabling TCP/IP over asynchronous lines.  RAS also supports IPX over PPP for NetWare installations.  All of this means users can make one phone call to securely access electronic mail, public folders, calendars, Windows NT and NetWare file servers, and any other Windows NT application.


�AUTONUM�	Standards-based Remote Procedure Calls.  Microsoft Exchange client-to-server and server-to-server process communication uses Windows NT RPCs, based on and interoperable with those of OSF DCE (the Open Software Foundation’s Distributed Computing Environment).


�AUTONUM�	Cross Platform Microsoft Exchange Server for the Alpha and MIPS platforms.  Microsoft Exchange Server allows customers to benefit from the power of high-end server such as the Alpha and MIPS systems. Simultaneously available with the Microsoft Exchange Server, the server software for these platforms can be found in the product. Microsoft Exchange Server for the PowerPC platform will be available shortly after Microsoft Exchange Server.





Transfer Agent


�AUTONUM�	Dead Letter Recipients.  Administrators can specify a mailbox to receive messages which are both undeliverable and non-returnable.


�AUTONUM�	Maximum Message Size.  Can control this on a per-MTA basis.


�AUTONUM�	Sophisticated Logging


Windows NT Event log:  records internal MTA events to the Services portion of the Windows NT event log.


Text Event log: records internal MTA events to a standard text file named EV).LOG in the RUNMTA directory.


Tracking/Accounting log:  records message events within the MTA in a text file and provides a log that can be used for message tracking and billing and accounting purposes.


Termination log: when the MTA stops running, records events and status to a standard text file.


Configurable logging details.


�AUTONUM�	Better LAN and WAN Support.  Systems supported in the initial release include


Novell Netware 3.11 and up


Novell Netware 4.0 and up


Windows NT Server networks (version 3.51 and up)


IBM LAN Server version


Microsoft LAN Manager


Banyan Vines


TCP/IP (any WinSock-compliant)


OSI TP4


X.25


asynchronous (via Microsoft RAS)


�AUTONUM�	MTA Queue Management. The administrator can manipulate the queue of an MTA, by deleting or changing the position of messages in the queue, returning to sender, etc.


�AUTONUM�	Message Tracking.  A graphical interface gives administrators the ability to track messages as they flow through the system. This is useful to determine why a message did or did not get delivered, and makes it easier to tune the overall system.  Because the message tracking log file is in a text format, various database or accounting packages can be used for resource charge back scenarios. The tracking extends to the connectors as well, since these components are designed integral components of Microsoft Exchange.
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�AUTONUM�	Intelligent Routing.  This includes the ability to dynamically load balance across multiple routes, and dynamically reroute in case of a link failure.  Costs can be assigned to each link so messages will automatically be sent via least-cost routes. Circular route detection, a Mail 3.0 feature, is also supported.





Information Store


�AUTONUM�	Server-Based Store, Personal Store, or a Combination of Both. With Microsoft Exchange Server users have the choice of using a server store, a personal store or a combination of both.  The administrator can limit the users to using the server store only, which allows for full central management of usage and backup.  Mobile users can use the offline folders to take any server based data with them and synchronize at any desired time.


�AUTONUM�	Single Copy Storage. This conserves disk space, since only one copy of a message is maintained on the server regardless of the number of recipients on that server


�AUTONUM�	Storage Quotas.  Storage quotas allow the administrator to control how much space a certain object - mailbox, public folder, etc - can use on the server store.  This can be setup on a per object or per server basis.


�AUTONUM�	Incoming and Outgoing Message Size Limits. Message size limits allow the administrator to control the size of message a mailbox can send or receive. This can be setup on a per object or per server basis.





�AUTONUM�	Age Limits for Public Folders.  Old messages can automatically be deleted.
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�AUTONUM�	Replication Scheduling.  This is completely configurable, or it can be set to occur immediately upon sensing new or changed items.


�


�AUTONUM�	Can control replication on a per-folder and per-server basis.  Administrators can graphically schedule replication either on a per-folder or a per-server basis.  Usability tests show that graphical scheduling of replication and being able to set it up with several server in one easy step is much appreciated by the administrators.


�AUTONUM�	Replication Conflict Management.  When a conflict occurs due to replication of an item that has been updated by multiple people, Microsoft Exchange Server handles it in the following way. First of all it sends a form to the public folder contacts to inform them about this conflict, and secondly it inserts a conflict document in the public folder.


�AUTONUM�	Per-User Read/Unread Tracking.  Folders containing any items unread by the particular user are clearly shown in bold.


�AUTONUM�	Mailbox Clean.  This feature deletes items in server mailboxes based on age, size and/or message sensitivity. Mailbox clean makes it easier for administrators to manage their server resources.





� EMBED PBrush  ���





Directory Service


�AUTONUM�	Address Book User Attributes.  A standard set of per-user fields - name, alias, title, location, department and phone numbers, addresses and more - can be entered or bulk-imported by the administrator and are visible in end-user address books. As with Mail 3.5, custom templates can be created containing custom fields such as “employee number” or “shoe size”. 


�AUTONUM�	Address Book Queries. Both standard and custom attributes can be used as search keys.  An end user could address mail to all sales managers in Germany, for example, or locate all "Sarah"s in the Plastics division.


�AUTONUM�	Organization page.  The organization page can be used to get information about the hierarchical structure in an organization.  As you create the mailboxes if you enter the manager information in the administrator, when users look at the properties of a mailbox and go to the Organization page, they will be able to see the manager and reports of that person, if applicable.


�AUTONUM�	Bulk import/export.  Microsoft Exchange Server provides bulk import and export tools for easy creation or export of the directory. The import tool uses a text file. WindowsNT Server user accounts can also be created for the users during this process.
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�AUTONUM�	Create users from Windows NT, Netware 3.x Bindery directly from Exchange Administrator.  There are also direct import utilities for Microsoft WindowsNT and Netware, to import the network users and create mailboxes for them.


�AUTONUM�	Multiple user access to the same mailbox.  One of the important innovations of Microsoft Exchange Server is the ability to allow multiple users to use the same mailbox.  This is a very useful feature for the receptionist or executive assistant scenarios.


�AUTONUM�	Directory sensitivity for directory replication.  Directory sensitivity determines which objects in a sites will get replicated to the other site. This gives the administrators fine tune the directory replication process.


�AUTONUM�	Hide Address Book Entry. This permits executives, outside consultants, application processes, sensitive public folders etc. to have directory entries kept private from the general population.


�AUTONUM�	Auto-Create Microsoft Exchange Server Mailbox.  By default, creating a Windows NT user account automatically creates a corresponding Microsoft Exchange Server mailbox and calendar, and prompts for additional Microsoft Exchange-specific attributes like phone number, etc.  Microsoft Exchange Server does not maintain its own User Account Database - instead, Windows NT User Accounts are assigned “permissions” to access objects like mailboxes and public folders.  Often there will not be a 1-to-1 correspondence, for example a “Conference Room B” mailbox which several group assistants have permissions to access.


�AUTONUM�	Multiple Namespaces. Gives the administrator control over what addresses users are “known as” on any number of foreign systems, including SMTP, X.400, and Microsoft Mail PC Networks addresses types in the base product.


�AUTONUM�	DXA - Directory Exchange Agent.  This multi-threaded 32-bit service synchronizes the Microsoft Exchange Server directory with Microsoft Mail 3.x or foreign system directories. The DXA can act as a “requestor” or a “server” to the Microsoft Mail directory synchronization process.  Support for the published Microsoft Mail directory synchronization message format enables synchronization with foreign directories, via 3rd party or custom products.


�AUTONUM�	Advanced Distribution List Management.  The global, distributed directory of Microsoft Exchange Server enables numerous advancements over Microsoft Mail’s Postoffice and Global address lists, including:


Ability to create distribution lists that span the organization.


Unlimited Distribution List Nesting. Lists within lists, with checking for circular references.


Ability to see which lists a user belongs to, and which users belong to a list.


Ability to hide the distribution list or the members of a distribution list from the address book.


Ability to stop delivery of out of office messages from the members of the distribution list.  This feature saves the users from further information overload. In addition, if this is a distribution list, whose members are hidden from the address list, without this feature, somebody may be able to find out who some of the members are, by the OOF messages received.


Deleting a user automatically deletes them from a distribution list.


Users can double-click on a distribution list to see its members.


Dynamic Distribution Lists.  The current state of a distribution list is always shown. Changing a user’s display name or other attributes does not affect distribution lists or security permissions.


�AUTONUM�	Intelligent Distribution List Expansion.  By default, the server expands only those distribution lists that reside within the local site.  This means significantly reduced message traffic. The administrators can further specify what the expansion server of each distribution list should be.


�AUTONUM�	Directory replication consistency button.  Using this button you can check for directory replication consistency manually.


�AUTONUM�	32-Bit Multi-Tasking, Multi-Threaded Architecture. This provides high performance and the ability to intelligently load balance various server tasks, as well as run multi-tasking gateways, on-line backup, or other server processes on the same machine.


�AUTONUM�	Better error handling and logging than Microsoft Mail 3.5 Directory Synchronization.


�AUTONUM�	More Flexible Directory Synchronization Scheduling. This improves time zone management and makes it easier to optimize directory synchronization for each customer’s unique configuration.


�AUTONUM�	Offline Adress Book. The Exchange Offline Address Book can be created by the administrators. It is especially useful for mobile users. The system uses a system folder, which is essentially a public folder created by the system, to store and replicate the offline address book information.  The Offline Address Book can contain the entire address list or just a subset of it. 





Connectors


Microsoft Mail Connector


�AUTONUM�	Runs as a Windows NT Service.  This allows the administrators to monitor the connector using the Performance Monitor and the Event Viewer.


�AUTONUM�	Multi-threaded.  Enables higher capacity and greater response times.


�AUTONUM�	Polling frequency.  The polling frequency can be specified by the administrators.  This provides for flexible scheduling.


�AUTONUM�	Settable disk space options.  The administrators can close or open the postoffice depending on the diskspace available.


�


�AUTONUM�	Remote start/stop connector services.  This allows the administrator to stop and start the service without having to physically be in front of the server.


�AUTONUM�	Load distribution over multiple directory synchronization servers.


�AUTONUM�	Greater reliability.  Greater reliability is provided through error reporting and logging.





Internet Mail Connector


�AUTONUM�	Fully Integrated administration.  Internet Mail Connectors administration is fully integrated into Microsoft Exchange Server administration. You can easily set it up and administrate using the IMC property sheet in the Connections container.


�AUTONUM�	Runs as a Windows NT Service.  This allows the administrators to monitor the connector using the Performance Monitor and the Event Viewer.


�AUTONUM�	Plain Text (RFC 822) support.


�AUTONUM�	Multipurpose Internet Mail Extensions (MIME) support.  MIME. Internet standard permits full-fidelity exchange of file attachments and multimedia objects.  The Internet Mail Connector supports MIME. 


�AUTONUM�	UUENCODE and UUDECODE support.  Exchange Internet mail Connector also supports the UUENCODE standard.


�AUTONUM�	Per domain MIME vs UUENCODE option. The administrators can set domains or individuals to receive the appropriate rich data format.


�AUTONUM�	Ability to use the Internet mail connector as a backbone between two Microsoft Exchange Server sites. This enables administrators to use the IMC as a transport mechanism between two Microsoft Exchange Server sites.


�AUTONUM�	SMTP connection control. Messages can be delivered in either direction or both directions at the same time.


�AUTONUM�	Queue Management. The administrators can see a list of all messages waiting for inbound or outbound delivery at any given time.


�


�AUTONUM�	Security using Internet Protocol (IP) addresses. The administrator can reject a few IP addresses or ranges of IP addresses and specify IP addresses that can connect to the Internet mail connector.


�AUTONUM�	Message tracking support. This enables administrators to use the message tracking center on messages that go through the IMC, allowing for a much better control of their messaging system.


�AUTONUM�	Advanced Notification Options.  The Exchange IMC can be setup to notify the administrators in case of a mail problem, such as an e-mail address that’s not found, multiple matches for an e-mail address, or the destination host could not be found.


�AUTONUM�	Multiple e-mail addresses for Internet mail. This introduces rich flexibility in addressing.


�AUTONUM�	Microsoft Mail Server format (RFC 1154) support.


�AUTONUM�	Flexible Configuration of MIME Types.  Microsoft Exchange Internet mail Connector allows the administrators to configure the MIME content type and the corresponding file extension mappings, so that the IMC will automatically decode the contents of a MIME message.


�AUTONUM�	Control the internal and external IMC mail recipients and senders.  The administrators can easily control who sends or receives messages through the IMC. This is useful for example, if you would like to ensure that access of the temporary workers in your organization do not send e-mail to the Internet using your company name.


Utilities


�AUTONUM�	Load Simulator. Load Simulator assists in the creation of test user accounts as well as distribution lists and public folders. Load Simulator can also initialize user mailboxes with a preset number of folders and messages. Users can be described easily by entering the number of times a user action occurs per day, the average number of recipients that are sent to and the types of messages that are sent each day, or simply by using the “light”, “medium”, and “heavy” user definitions already setup.  Finally, the test can be run with the click of a button while Load Simulator handles the simulation of multiple clients while reporting the results to a central file which can be analyzed after the test is complete. Exchange Server 4.0 includes the Alpha and MIPS editions of the load simulator and allows for public folder use to be specified.


�





�AUTONUM�	MTACheck.  This support tool assists the administrators in diagnosing the MTA queues.


�AUTONUM�	EDBUtil.  This support tool includes compaction and consistency checking of the directory or the information store (this replaces compact.exe and dbcc.exe).


�AUTONUM�	ISInteg.  This support tool runs on an offline information store and checks consistency of the information store
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