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Windows NT® Server Domain Name Service (DNS) 
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The new Domain Name Server (DNS) in Windows NT® Server 4.0—a significantly enhanced version of the DNS that is available in the Windows NT 3.5x Resource Kit—enables end users to access information transparently across UNIX®-based systems, the Internet, and the Windows® family platforms. As a result, network administrators get an easily configured, automatic way of managing name-to-IP address mapping, and users can employ Internet naming schemes to access Windows NT Server as an intranet or Internet server. DNS is integrated into Windows NT Server 4.0, is based on the industry-standard RFCs, and is easy to administer. 


Microsoft Windows NT Server �Network Operating System


managing TCP/IP in a mixed environment


Large organizations with heterogeneous environments need to enable their users to easily access Windows NT Server- and UNIX-based systems, as well as the Internet, from Windows family systems. With the TCP/IP utilities and services offered in Windows NT Server, these organizations can accomplish this goal easily and in a cost-effective manner.


DHCP and WINS 


The Dynamic Host Configuration Protocol (DHCP) in Windows NT Server automatically manages allocation of IP addresses to network resources. With DHCP, network administrators do not have to set IP addresses for different machines manually. With DHCP, a user can plug a machine into a network in different locations and automatically be assigned an IP address.


The Windows Internet Naming Service (WINS), another service built in to Windows NT Server, dynamically manages the mapping between friendly names and IP addresses of network resources in a Windows NT Server-based network. With WINS, end users and applications can access different network resources using friendly machine names instead of  the more cumbersome and difficult-to-remember IP addresses. Administrators benefit from not having to manually maintain the mapping between names and IP addresses.


So, when a user on “machine1” wants to access a resource named “server2,” both of which have IP addresses dynamically allocated to them by the DHCP server, a request for the IP address of “server2” is sent out to the WINS server by “machine1.” The WINS server looks up “server2” in its database and returns the IP address of “server2” to “machine1.” Once received, “machine1” maps to the IP address of “server2.” Of course, all of this requesting is done transparently to the user, and the administrator is not involved. 


DHCP and WINS services are built in to Windows NT Server, and both Windows NT® Workstation and Windows® 95 have DHCP and WINS clients built in to the operating system. With DHCP and WINS, users in a large organization can easily access network resources using friendly names, and network administrators get automatic management of IP addresses—a winning situation for both.


What is DNS? 


The Domain Name Service, like WINS, is a service that maps friendly names to IP addresses. However, unlike WINS, DNS is static. DNS is used on most UNIX systems and on the Internet for resolving names to Internet addresses.


Windows NT Server 4.0 DNS is built in and easy to administer


Windows NT Server 4.0 has a built-in DNS service that is standards-based (IETF RFC 1053). In Windows NT Server 4.0, administrators manage the Windows NT Server DNS with a graphical administration tool which can be run from remote locations. The graphical administration tool in the Windows NT Server DNS makes it much easier to administer DNS. Today, without a GUI utility, an administrator must manually edit a static ASCI file, a tedious and error-prone task. The GUI in the Windows NT Server DNS removes the tedium and errors of traditional DNS administration. Of course, if administrators want to continue to edit the DNS ASCI files manually, Windows NT Server 4.0 also offers that option. And because the DNS in Windows NT Server 4.0 is RFC-based, administrators can easily migrate from their existing DNS to the Windows NT Server DNS, or coexist with other non-Microsoft DNSs. 


Windows NT Server 4.0 DNS is integrated with WINS and DHCP


Because DNS and WINS are integrated in Windows NT Server 4.0, an end user can use DNS “compound” names (names comprised of the machine name and the company’s domain name) to access network resources. For example, an end user can use Explorer to access a share called \\srv1.myco.com\public. DNS and WINS work together to resolve the compound name, as illustrated in the following diagram. 
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To access the “public” resource at “srv1.myco.com,” the following steps occur. Of course, these steps are completely transparent to the end user.


The client system first locates the DNS server that manages the database for the specified DNS domain: “myco.com.” 


Next, that DNS server uses WINS to resolve the host name portion of the compound name,“srv1,” to that host’s assigned IP address, returning the IP address for the specified machine to the requesting client. 


The client then uses this IP address to map to the “srv1.myco.com” server and request access to its “public” share. 


And, because Windows NT Server 4.0 uses DNS/WINS to resolve machine names, end users can also access the Internet and UNIX-based systems using DNS compound names.


By leveraging the strengths of WINS and DNS, both administrators and end users benefit.


BENEFITS of DNS in WIndows nt server 4.0


End Users can access heterogeneous systems using friendly names


End users on Windows family systems can transparently access UNIX-based systems and vice versa because of the DNS server in Windows NT Server 4.0. Users do not need to maintain the mapping between IP addresses and names because of the integration of the WINS/DNS services, which automatically and dynamically manage the mapping. 


Organizations can use hierarchical naming	


Because DNS in Windows NT Server 4.0 enables the use of compound names to access network resources, large organizations can divide up network resources hierarchically, based on departments, workgroups, and so on As a result, an end user can access a network resource by using the name; in this example, \\srv1.workgroup.myco.com\public.
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Windows family users can connect to Internet systems using Internet naming conventions


With Windows NT Server 4.0 DNS, end users can connect directly to systems on the Internet by specifying Internet names. For example, a user could type \\srv1.domain.com\public in Explorer and access files on srv1. 
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Windows NT Server 4.0 can be used in a POP to provide the domain name service


Because the Internet uses DNS to resolve Internet names to Internet addresses, Internet Solution Providers (ISPs) need a DNS server in their Point of Presence (POP). With Windows NT Server 4.0, ISPs get a single, cost-effective web server platform with integrated DNS and directory services. 


The Windows NT Server 4.0 DNS makes it easy for administrators, end users and ISPs to take advantage of the Internet-standard naming schemes to locate and access resources. Using the Windows NT Server DNS means that companies can provide consistent naming schemes across their enterprises, making the process of naming and accessing resources much easier. 
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