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Deployment of Microsoft Exchange Server Using Microsoft Systems Management Server�
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Centralizing Control for Microsoft Exchange Server Deployment







































































Secure Deployment 























Preparing for Smooth Roll-out





�Messaging systems are often a critical component in the day-to-day operations of a company, affecting the productivity of almost every member of its staff.  System administrators can use the comprehensive feature set of Microsoft® Systems Management Server to roll-out Microsoft Exchange Server efficiently and with speed.





The power and scope of Microsoft Exchange Server meets the communications needs of today’s most dynamic companies — from the smallest to the largest.  It is the first client/server messaging system to integrate groupware and Internet connectivity in a single system with powerful, centralized management capabilities.  Microsoft Systems Management Server is the ideal way to deploy Microsoft Exchange Server and Client software throughout an organization, providing all of the tools required to reduce the costs of supporting the roll-out of this distributed system.





Microsoft Systems Management Server allows businesses to perform key management functions on distributed systems.  Like Microsoft Exchange Server, Microsoft Systems Management Server scales to support companies of any size: from small, growing firms to large multinational corporations with more than 10,000 and more users.





Microsoft Systems Management Server can help decrease PC support costs by centralizing critical desktop management functions.  Using Microsoft Systems Management Server, system administrators can maintain an inventory of all networked PCs — including hardware configuration and the software installed — perform software audits to identify software in use, distribute new software, troubleshoot remotely and analyze network traffic.





Microsoft Systems Management Server is designed for flexible software distribution.  Administrators can perform automatic, overnight deployment or monitored, day-time distribution.  A system administrator can target individual machines, groups of machines, or all of the machines connected to a network.  The administrator can specify what software components to distribute, when to distribute them, and any preferred configuration options.





Both Microsoft Systems Management Server and Microsoft Exchange Server use the native C2 security services of the Windows NT® Server operating system.  This ensures that security is not compromised at any stage before, during or after deployment.  Additionally, Microsoft Systems Management Server can make full use of other Windows NT Server services to protect information during deployment, including Point-to-Point Tunneling Protocol (PPTP), to keep software distribution safe from unauthorized access or tampering while data passes between sites in the organization.





At the heart of Microsoft Systems Management Server is Microsoft SQL Server™.  This relational database acts as a repository for all management information.  As part of its normal operations, Microsoft Systems Management Server automatically builds a full inventory of all desktops and servers it is managing and, if required, a full or partial audit of all software packages installed throughout the network.  Because all this information is stored in SQL Server, the administrator has complete flexibility to query inventory records to identify issues and target deployment before roll-out begins.
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Distributing Microsoft Exchange Server 







































































Understanding Wide Area Networks
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For example, the system administrator may use this during the preparatory stages to:





Ensure target machines have enough processing power, disk space, and RAM capacity to run the Microsoft Exchange client (or Server) software.


Check for software packages known to cause conflicts or crash systems.


Ensure that each targeted machine has a licensed, properly configured operating system environment.





With this information available, an administrator can move to the deployment phase with a high degree of confidence that the roll-out will go smoothly.  This is particularly important when deploying a client-server application like Microsoft Exchange Server, where complete deployment of server and associated client software must take place before end-user functionality is available.





Microsoft Systems Management Server handles deployment in two phases: First, the systems administrator creates a package, containing the software to be installed and a customizable set of instructions on how it is to be installed; second, the administrator submits the package as a job.  Once the job has been created, roll-out is automatic, governed by the instructions supplied with the job, freeing the administrator for other tasks. 





Microsoft Exchange Server client and server software is designed for distribution by Microsoft Systems Management Server. The instructions required to create a package are supplied with Microsoft Exchange Server.  Through the graphical interface of Microsoft Systems Management Server, the administrator is able to adapt the instructions as needed before Microsoft Systems Management Server creates the final package.  Finally, to create the job, the administrator targets the package at a  group of machines by a simple drag and drop of the package over the appropriate machine icons or by dragging the package over the results of a specific database query.  





This drag and drop action associates the package with its targets.  In performing this action, the administrator will be prompted for distribution instructions specific to this package.  These instructions include when to deploy the software Ñ an administrator could specify an automatic, overnight roll out of Microsoft Exchange Server or a monitored, daytime distribution.  They also include which distribution servers will ultimately be responsible for loading Microsoft Exchange Server onto targeted machines and preferences as to which wide area links types Microsoft Systems Management Server should use - including ISDN, leased line, dial-up and SNA links - if any are required in order to reach a specific destination.  





Because software distribution can increase network traffic, Microsoft Systems Management Server lets administrators control network loads on a more global basis.  Over and above any job instructions, the administrator can pre-define how wide area links must be used.  As a standard part of its functionality, Microsoft Systems Management Server can be set to compress files before distributing them across wide area links.  Additionally, Microsoft Systems Management Server can be configured to limit the maximum amount of available bandwidth it may use for management activities, hour-by-hour throughout the week, ensuring that management functions, such as deploying software, do not prevent other networked activities.  Microsoft Systems Management Server also understands that wide area links are sometimes unreliable.  Should a communications link fail or degrade during roll out, Microsoft Systems Management ServerÕs checkpoint/restart features will resume the distribution as soon as it is safe to do soÑnot from the beginning, but from the point where service was interrupted. 
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Installing Software on Target Machines


















































Ongoing Management of Users









































About Microsoft Systems Management Server
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A workstation (or server) managed by Microsoft Systems Management Server regularly monitors for the arrival of new software; it is therefore aware of new Microsoft Exchange Server client software (or server software) waiting for it at its local distribution server.  Finding that new software has arrived, a message appears on the user’s screen advising of its availability.  Dependent on the instructions provided by the administrator when the job was created, users have the option of accepting packages immediately or delaying installation for a period of time.  However, the administrator also has the option of specifying a time after which a job becomes ‘mandatory’, at which time the user must accept the new software.  When the user accepts, the local distribution server will download the client software and run the installation instructions provided within the package.  Typically, the administrator will set this to perform the installation without further user intervention.  





Microsoft Systems Management Server will take care of the main roll-out, allowing the administrator to concentrate on the small handful of problems which may arise.  Even here, Microsoft System Management Server helps.  Its wide range of desktop support tools can enable administrators to resolve installation problems that occur.  Even in the smoothest roll-out, incidents do occur, but as installation completes, each workstation returns a report on the success or failure of the process.  This information is returned to the SQL Server database, allowing administrator to determine the state of the overall roll-out as it is occurring as well as automatically creating an important historical record of the deployment, from which management reports can be generated. 





The use of Microsoft Systems Management Server does not need to stop once deployment is complete.  The real management task often starts when users launch Microsoft Exchange Server for the first time.  The support and diagnostic tools included with Microsoft Systems Management Server can operate across the same wide area network over which the software was deployed, making Microsoft Systems Management Server perfect for managing users from central locations.  Using Microsoft Systems Management Server systems administrators can monitor the current state of users’ Windows®-based environments; they can monitor network traffic in the vicinity of the desktop; with a user’s permission, the administrator is even able to co-pilot the Windows-based application itself, using Microsoft Systems Management Server’s full screen/keyboard/mouse remote control feature.  This can be of great value in stepping users through specific tasks associated with their new Microsoft Exchange client.





Together, with its inventory and deployment capability, Microsoft Systems Management Server’s comprehensive feature set makes it an ideal tool for the roll-out of Microsoft Exchange Server and a great management system for the ongoing support of the corporate desktop.





Microsoft Systems Management Server provides a framework for managing the corporate desktop.  As part of the Microsoft BackOffice( family of products, Microsoft Systems Management Server provides the integrated inventory, distribution and remote diagnostic services required to create a well managed distributed computing environment.





For a detailed description of deploying Microsoft Exchange Server using Microsoft Systems Management Server, please consult Microsoft’s technical documentation.  For the latest information on Microsoft Systems Management Server, check out our World Wide Web site at http://www.microsoft.com/SMSMGMT/
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