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The Reliable Platform for Host Integration���

Product Overview

Microsoft SNA Server 3.0 efficiently integrates legacy applications and data with modern network systems and applications to give users convenient, reliable access to �host systems.

Whether you run a small AS/400® or a large mainframe system, Microsoft �SNA Server 3.0 will help you take advantage of the emerging technologies of the Internet and intranets. Microsoft SNA Server 3.0 makes host connectivity easy �and economical. It integrates the familiar desktop PC environment with IBM( host systems to support line-of-business applications such as online transaction processing, decision support, intranet and Internet access, and terminal emulation.

Using advanced client/server architecture, Microsoft SNA Server 3.0 offloads �the communications processing from your host computers and desktop PCs. Each PC uses a standard local area network (LAN) protocol such as TCP/IP, IPX/SPX, NetBEUI, Banyan( VINES( IP, or AppleTalk( to connect to one or more Microsoft SNA Server 3.0 computers, which in turn connect to mainframe and AS/400 systems using IBM Systems Network Architecture (SNA) protocols.

Microsoft SNA Server 3.0 offers advanced tools for easy system setup and centralized graphical administration. It supports every major PC and network operating system, LAN type, SNA host, and connection type. You can connect clients and manage Microsoft SNA Server computers across LAN and wide area network (WAN) bridges, routers, and even over dial-up lines.

Microsoft SNA Server 3.0 takes advantage of the Windows NT( Server network operating system to deliver powerful, scalable, and secure host access. Combined with industry-standard SNA application programming interfaces (APIs), this founda-�tion makes Microsoft SNA Server 3.0 an efficient platform for integrating PCs and hosts into a unified, enterprise-wide environment that provides integrated security, printing, file sharing, and transaction processing.
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�Easy, efficient delivery of host integration

Product Highlights

Flexible connectivity

Microsoft SNA Server 3.0 virtually eliminates restrictions on the mix of LAN and SNA protocols, the number of connections allowed, and how those connections are made. These features, together with the best coverage of desktop systems, display, and printer emulation, make Microsoft SNA Server 3.0 an excellent choice in a multivendor, multiprotocol environment, ensuring that the gateway you standardize on is capable of handling your changing business needs.

Easy configuration and management

Context-sensitive online Help walks you through configuration, complete with suggestions and references to host parameters.

Once Microsoft SNA Server 3.0 is configured, you can monitor performance graphically with the Windows NT Performance Monitor, review a comprehensive event and audit log, and perform tracing without disrupting existing users or �host connections. Management from NetView® is equally efficient: receive any Windows NT event as an alert in NetView and issue any Windows NT command from the NetView console.
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From one screen, available locally or remotely, you can configure and monitor all servers, connections, LUs, and users in one or several SNA Server subdomains. �SNA Server Manager includes all the necessary host integration tools, SNA connectivity, shared folders, print service, security integration, TN3270/TN5250 services, and user access.

�Secure and reliable throughput

GLOSSARY OF TERMS��3270�family of IBM mainframe terminals��3270 EIS (FMI)�SNA Server 3270 Emulator �Interface Specification��3x74�family of IBM cluster controllers��5250�family of IBM AS/400 terminals��802.2 (DLC)�IEEE standard data link protocol��API�application programming interface��APPC�advanced program-to-program communications��AppleTalk�Apple proprietary LAN protocol��C2�U.S. government security standard��CPI-C�common programming interface�for communications��CSV�common service verbs��DFT�distributed function terminal��DSPU�downstream physical unit��EBCDIC�IBM character code standard��EHLLAPI�emulator high-level language API��EHNAPPC�APPC API compatible with IBM CA/400 products��ESCON®�IBM mainframe channel protocol��FDDI�fiber distributed data interface��IPX/SPX�Novell proprietary LAN protocol��LU 0 �logical unit protocol used in �banking environments��LU 1 �multiple-device printer; SNA character string data stream��LU 2 �3270 display terminal protocol��LU 3 �single-device printer; 3270 data stream��LU 6.2 �SNA protocol for peer-to-peer communications��LUA �conventional logical unit API��NDIS �network driver interface specification��Named Pipes�Microsoft proprietary protocol��NetView�IBM network management architecture��OS/390�IBM mainframe operating system��OS/400®�IBM AS/400 computer �operating system��PU 2.0 �physical unit 2.0; SNA node protocol��PU 2.1 �physical unit 2.1; advanced SNA �node protocol��QLLC �qualified logical link control��RAS �remote access service��RC4 Algorithm®�data encryption algorithm by RSA �Data Security, Inc.��RUI �LUA request unit interface��SDLC �synchronous data link control��SLI �LUA session level interface��SMP �symmetric multiprocessing��SNADIS �SNA Server device �interface specification��SOGA�Microsoft SNA open gateway architecture��TCP/IP �transport control protocol/Internet protocol��TN3270�Telnet 3270 terminal �emulation protocol��TN5250�Telnet 5250 terminal �emulation protocol��Twinax �direct connection used with �AS/400 systems��VINES IP �Banyan proprietary LAN protocol��WOSA �Windows® open system architecture��X.25 �OSI standard packet-switched protocol��Fault tolerance, load balancing, and tight security make Microsoft SNA Server 3.0 an excellent platform for reliable access to corporate data. Clients automatically balance the load among servers that provide access to the requested host. In case of connection failure, the client is automatically routed to a backup connection, either on the same server or a backup server. This ensures consistent high availability of host-based data.

Microsoft SNA Server 3.0 is integrated with the security in Microsoft Windows NT Server, extending the C2-level security to SNA data, even in a NetWare( or TCP/IP environment. Further integration with AS/400 and mainframe security systems allows secure single sign-on to the whole enterprise. Encrypted client-to-server and server-to-server (SOGA) traffic ensures your user name, password, and data will remain secured even across the Internet.

More powerful and scalable

Microsoft SNA Server 3.0 uses system resources efficiently, reducing the cost �of expanding your system over time. Available memory shifts automatically to �the active connections: if there is not enough CPU memory for peak loads, the �Windows NT virtual memory uses disk so that no sessions are lost. Asynchronous I/O, multithread design, and SMP and RISC platform support make it possible to gradually scale to larger systems as your needs grow. In fact, a single Microsoft SNA Server 3.0 can support 5,000 users and 15,000 logical unit sessions, which �is especially beneficial in large channel-attached Microsoft SNA Server 3.0 environments. Moreover, you can easily run other server applications on the �same computer.



�Architecture for your enterprise infrastructure

Microsoft SNA Open Gateway Architecture (SOGA)

SOGA gives you the framework for deploying an enterprise-wide connectivity solution, simplifying the process of delivering SNA access across LANs and �WANs. Now you can standardize on a single-protocol wide area network (TCP/IP, IPX/SPX, or Banyan VINES), and avoid the costly multiprotocol routing and SNA timing difficulties associated with data link switching (DLSw) and other encapsula-�tion methods. With efficient implementation of the distributed link service (DLS) and data encryption, you can confidently begin your single-protocol WAN deployment.
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SNA Server computers can be deployed in both branch and centralized locations with SOGA. This provides the best basis on which to build a single protocol enterprise wide area network.

Shared Folders Service

Similar to the “gateway service for NetWare” in Windows NT Server, this feature allows PCs with no SNA software to access “shared folders” files on the AS/400. Each user benefits from consistent, reliable, and secure shared folders support regardless of the desktop operating system in use.

Single sign-on to AS/400 and mainframe systems

Microsoft SNA Server 3.0 offers integrated password synchronization and single sign-on, which extend the unified sign-on feature of Windows NT Server to include APPC applications on OS/390 (previously known as MVS) and OS/400. Users sign on only once to gain access to all files, printers, databases, messaging systems, and other applications running on these disparate systems.

�Host Print Service

Host Print Service provides server-based 3270 and 5250 printer emulation, �allowing mainframe and AS/400 applications to print to any LAN printer supported by Windows NT Server or Novell NetWare. Administrators no longer need to configure printer sessions separately for each user because Host Print Service offers centralized control and sharing of printers.

TN5250 Service

A direct TN5250 emulator connection can consume up to 18% more AS/400 CPU than a native SNA connection. Host administrators save valuable resources by off-loading the communications processing of the TN5250 emulation from the AS/400 to the Microsoft SNA Server 3.0.

TN3270E Service

The added support for the TN3287 printer emulation capability implemented �in some TN3270 emulators, combined with the support for the TN3270 and TN3270E standards, provides full display and printer emulation services for the TN3270/5250 clients. 

Data encryption

All data between the Microsoft SNA Server 3.0 and its client is encrypted using �RC4 algorithm. This process remedies omissions in SNA, where the 3270 and 5250 user name, password, and data are sent in clear text from the desktop to the host. Data encryption is also supported in a SOGA environment, which provides secure SNA server-to-server communications across the Internet and other WANs.
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�TN3270/5250 emulators use the TCP/IP protocol to talk directly to their respective services on the server computer.

�Applications can take advantage of a comprehensive set �of APIs on the native client. Advanced LU 6.2 applications can use either CPI-C or APPC APIs. The 3270 emulators are supported by the open 3270 EIS API. Logical unit appli-�cations can use either LUA/RUI or LUA/SLI APIs to gain access to the LU 0, LU 1, LU 2, and LU 3 data streams. 

The open SNA adapter support is provided through the SNA Device Interface Specification (SNADIS) interface.



The Microsoft SNA Server 3.0 �client can use any LAN transport �on any of the platforms supported �by Windows NT without requiring �any change in client applications.
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Technical Features

�TECHNICAL FEATURES��Client/server protocols�TCP/IP, IPX/SPX, NetBEUI, Banyan VINES IP, AppleTalk, and Remote Access Service (RAS)��SNA PU and �LU protocols�PU 2.0, PU 2.1, APPN® LEN node, and DSPU

LU 0, 1, 2, 3, LU 6.2, TN3270, TN3287, TN3270E, and TN5250��SNA data link protocols�802.2/LLC: Token-Ring, Ethernet, or FDDI connections

SDLC: leased or switched telephone line connections

X.25/QLLC: public or private packet-switched networks

DFT: coaxial or twisted-pair connections via an IBM 3x74 cluster controller

Twinax: twinaxial connections to an AS/400

Channel: bus and tag or ESCON connections directly to a mainframe

Distributed Link Service: distributed gateway service as defined by the SNA Open �Gateway Architecture��Server capacity�Up to 5,000 clients (including desktops and printers) per server, with up to 15,000 LU sessions �per server

Unlimited number of SNA Servers in Windows NT Server domain, 15 in an SNA Server subdomain for load balancing and hot backup

Up to 250 connections per server, in any combination of upstream, peer-to-peer, and �downstream configuration��Distributed SNA APIs�APPC, CPI-C, and EHNAPPC: for peer-to-peer applications using LU 6.2

Level 2 sync-point support for two-phased CICSTM and DB2® transaction processing

CSV: for EBCDIC to ASCII conversion and communication with NetView

LUA: for direct access to LU 0, 1, 2, and 3 data streams��Administration�Windows 95–style graphical setup, configuration, monitoring, and tracing tools

Remote configuration across bridges and routers, using RAS and NetView

Full dynamic tracing and self-diagnostics of APIs, SNA protocols, and connections

Integration with Windows NT event log, performance monitor, security, and service architecture��NetView�API support for two-way communications

Automatic data link alerts for notification of communications problems

Response Time Monitor and user-defined alerts for ISV 3270 emulators

Operator-configurable Windows NT event log messages sent to NetView

Any Windows NT Server command available from NetView console (RunCmd)��Reliability�Load balancing: supported by all SNA Server clients

Hot backup: automatic fault tolerance across multiple host links and SNA Server computers��Security�Enhanced security through C2-level security integrated with Windows NT

Single sign-on from the Windows NT domain to APPC applications on AS/400 and mainframe systems

Password synchronization with AS/400 and mainframe systems controlled either from Windows NT Server or the host security system

Data encryption for client-server and SOGA connections using the industry-standard RC4 Algorithm��Remote access service�SNA over RAS, using asynchronous, X.25, or integrated services digital network (ISDN)

RAS over SNA, using LU 6.2 protocol over SNA architecture��Host services�Print service for LU1, LU3, and SCS transparent mainframe printing, and AS/400 SCS line printing and 3812 pass-through emulation

3270 and 5250 emulation applets for Windows, Windows 95, and Windows NT clients (one user license per server)

Shared folders gateway, allowing non-SNA clients to access AS/400 files using Windows NT Server file sharing

ODBC/DRDATM driver for Windows, Windows 95, Windows NT Workstation clients, and �Windows NT Server

AFTP and FTP through AFTP file transfer gateway with AFTP API

Demo host facility for offline development, training, and product demonstrations��Supported emulators�5250: Andrew, Attachmate®, Eicon Technology, Farabi, IBM, IDEA, LogNet, Myrsis, NetSoft, �Wall DataTM, and WRQ

3270: Attachmate, CNT/Brixton, Eicon Technology, Farabi, FutureSoft, IBM, Icot, LogNet, NetManage, NetSoft, Olivetti®, Passport Communications, Siemens Nixdorf, Wall Data, and WRQ

TN3270: any TN3270, TN3287, or TN3270E emulator compliant with RFCs 1576, 1646, or 1647

TN5250: any TN5250 emulator compliant with RFC 1205��Supported adapters�802.2/LLC: any Token-Ring, Ethernet, Frame Relay, or FDDI adapter supported by Windows NT

DFT: Attachmate, IBM (or compatible)

Twinax: Andrew, Attachmate, IBM (or compatible)

Channel: Amdahl, Barr Systems, Bus-Tech, Computerm, DrMaterna GmbH, General Signal Networks, Polaris Communications

SDLC, X.25/QLLC: Attachmate, Barr Systems, Cirel, Digi International, Eicon Technology, IBM �(or compatible), MicroGate, Passport Communications, Sangoma Technologies, SAT Dpt Atlantis, SpartaCom S.A.���

Specifications

System requirements

Single or multiprocessor system using an Intel( 486, Pentium®, Pentium PRO, MIPS(, R4xxx, Alpha AXPTM, or PowerPCTM processor

Microsoft Windows NT Server operating system version 3.51 or later

16 MB of memory

38 MB of available hard-disk space

CD-ROM drive

Host link options (any combination)

802.2 (Ethernet,Token-Ring, or FDDI)

Synchronous (SDLC, X.25/QLLC, Frame Relay)

DFT

Twinax

Channel Attachment

Networking options (any combination)

Microsoft Windows NT Server

Microsoft LAN Manager

IBM LAN Server

Novell® NetWare

TCP/IP-based networks

Banyan VINES

Apple® AppleTalk

Awards

Corporate IT Excellence, PC Week, April 1996

Product of the Year, LAN Magazine, April 1996 

Certified “Up to Spec,” Tolly Group, March 1996

Editor’s Choice, Internetwork Magazine, September 1995 and 1996

Editor’s Choice, PC Magazine (Network), September 1995
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SNA Server 3.0 supports all popular desktop environments for full access to both IBM mainframe and AS/400 �data and applications, regardless of the existing network protocol.

�Flexible licensing options

Microsoft offers flexible, cost-effective options for licensing SNA Server 3.0 as �a stand-alone solution, or as part of BackOfficeTM. You need one Server License �for each server computer and one Client Access License (CAL) for each client computer that accesses Microsoft SNA Server 3.0. There are two client access licensing models to choose from: per seat and per server. In per seat licensing, each client computer requires a CAL and can access any SNA Server computer �on your network. In per server licensing, each server needs CALs to match the maximum number of concurrent users for that SNA Server.

Microsoft BackOffice

The most integrated server suite designed for the Internet and intranets: �Microsoft Windows NT Server, the network foundation for BackOffice; Microsoft �SQL ServerTM for managing and storing data; Microsoft Exchange Server for communicating and distributing information; Microsoft Internet Information Server for publishing on the Internet and intranets; Microsoft Systems Management �Server for managing PCs and servers; and Microsoft SNA Server.

Mission-critical support and service

Microsoft, together with its Solution Providers and authorized support centers, delivers the level of services and support that businesses need to confidently implement mission-critical systems built on Microsoft products. Microsoft Product Support Services provide product support* 24 hours a day, seven days a week �to corporate customers and authorized Microsoft Solution Providers. “Server �down” support, engineering “hot fixes,” and routine maintenance releases are standard offerings.

For more information

Visit the Microsoft BackOffice World Wide Web site at http://www.microsoft.com/backoffice/



*Support services vary outside the United States and Canada. For information on support in other locations, contact your local Microsoft subsidiary. Microsoft’s support services are subject to Microsoft’s then-current prices, terms, and conditions, and are subject to change without notice.
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