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Agenda

Administrative tools to assist you in managing your network PCs 

– V5R3 changes

– iSeries Access for Windows Install/Upgrade
• Check Service Level
• Install and Service Pack Tips

– Install Tools
• Tailored Install
• iSeries Access for Web Download
• Silent Install

– Microsoft Policies
– iSeries Navigator Application Administration 
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Administration

New Redbook for administering 
iSeries Access for Windows 
users 
– SG24-6939
– Available Feb 2004

Go out to iSeries Access for 
Windows web page 
– www.ibm.com/eserver/iseries/

access/windows
– Click on New Redbooks link 
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V5R3 changes

• iSeries Access for Windows (5722-XE1, V5R3) will not install on 
Windows 95, 98, Me

However, you can use 5722-XE1 (V5R2) client for Windows 98 or ME 
PCs and connect to OS/400 V5R3 or earlier

You can use 5722-XE1 (V5R1) client for Windows 95 PCs and connect 
to OS/400 V5R3 or earlier

Note: The 5722-XE1 (V5R2) client will install on Windows 95 PCs if you 
first go to Microsoft website and install the TCP/IP Upgrade on your 
Windows 95 PCs. (unsupported environment)

• Migration from AS/400 Client Access for Windows 95/NT (5763-
XD1, V3R2) is no longer supported

• Upgrading from AS/400 Client Access Express (5722-XE1, V4R4) is 
no longer supported
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Installing, Updating, Managing

iSeries Licensed Program –
Product No. 5722-XE1

Three versions 
currently supported:
V5R1M0, V5R2M0, 
V5R3M0
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iSeries Access installed in iSeries IFS
iSeries Access client Install Image placed in IFS in:

– \QIBM\ProdData\Access\Windows\Install\Image

iSeries Access Service Pack placed in IFS in:
– V5R1 - Service Pack PTFs saved in the main install image--no extra 

reboot!
– But is likely to not be latest Service Pack available

iSeries Access installs and services other products as part of its install 
from IFS
– SSL Encryption Program (V5R3), iSeries Toolbox for Java, Java 

Runtime Environment, iSeries Navigator, EZ Setup

iSeries Access can be used to install and service other code placed in 
IFS:
– iSeries Navigator Plug-ins, Add-ins

PC CD also shipped with the product
– V5R2 - Can create Customized Install CD images
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iSeries NetServer

iSeries 
NetServer

\QIBM\ProdData\Access\Windows\Install\Image

Shared 
Diectory

• QIBM ships with a “read only’ share 
access

• Thus, all users can access iSeries Access 
for Windows code on the iSeries

If installs are 
done from 
QIBM 
directory, end 
users will 
automatically 
get new 
service pack 
code and 
future 
upgrades 
when new 
code placed 
on iSeries
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Service

Strategic way to handle 
service for end-users 

– Automatic Check 
Service Level

– Check Service 
Level can also 
service:

• iSeries Navigator 
Plug-ins

• Encryption 
Program (SSL)

Note: 

In example above, there was a Mapped Drive to 
W:\\<iSeries>\QIBM, so iSeries Access for Windows filled 
in the rest of the address.  

Could also use service Source Directory of 
\\<iSeries>\QIBM to avoid assigning a persistent drive 
letter mapping
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Install and Service Pack Tips

Make sure you have the latest Service Pack before rolling out 
new installs
• Roll out new clients from merged image and get new 

release and latest service pack in one step
• Merged install image eliminates the need for an extra 

reboot

– Save disk space on PCs
• If a Service Pack has been well-tested, and you are 

confident in it, you can have your end-users install it 
without enabling service pack uninstall. 

• This eliminates the need for an \Archive directory 
containing files from the previous service level.

• RMVPTF and reinstall from install image could be used 
to get back to the prior service level if necessary.
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FTP Service Packs for Testing
Suggest using FTP download for 

validation testing

• Don't place downloaded 
Service Pack in the  iSeries 
LPP (QIBM directory, ie, 
\Install\Image) because:

1. It will interfere with APYPTF

2. Check Service Level (by 
default) looks in the QIBM 
directory for updates

• Place in another directory in 
the iSeries IFS or on another 
server or on single PC

http://www.ibm.com/eserver/iseries
/access/casp.htm
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Get fixes from IBM

iPTF
• Internet PTF - will send you a CD 

because image is too big to 
download over Internet.

SNDPTFORD
• Send PTF Order - will send you a 

CD because image is too big to 
download over Internet

CUMTAPES
• Service Pack included on 

CUMTAPES too, but may not be 
the latest one available

Order Service Packs through normal IBM channel 
and install on the iSeries
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New Feature in OS/400 V5R2...
Use IFS as a Virtual Optical Device

• You can obtain a Service Pack CD 
electronically and place it directly in 
the IFS in a Virtual Optical Device 
(just like a real iSeries Optical 
Device)

• You can then download a CD image 
of the PTF and make your IFS look 
like a CD Drive

• You can install the PTF from this CD 
image thus eliminating the need to 
either use:
– iPTF
– SNDPTFORD

• Install the Operations Navigator plug-in 
– Required one time only if you choose to 

download using Operations Navigator 
• Download the self-extracting .exe file 

– Run the .exe file and install the files in the 
default directory:

• jvopnav\com\ibm\as400\opnav
• Consider using software managers called 

"download managers" to allow you to 
resume interrupted or failed downloads, 
such as:

– GetRight®
– Go!Zilla
– Netzip
– SmartDownload

• For more information, go to:
– http://www-912.ibm.com/ 

supporthome.nsf/document/27321011

This option of ordering the official Service Pack PTF may be a more attractive alternative 
than downloading the Service Pack PTF from the iSeries Access webpage
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Install and Service Pack Tips
Keep end-users from installing a service pack until you are ready

• Text file SP.TXT placed in the service pack image directory 
can prevent anyone from installing the service pack until you 
are ready
– 'N' as the 1st character in the file prevents install
– 'Y' or no SP.TXT file at all will allow the install

Second text line can contain a message to users that will appear
during Check Service Level

• Same method used to prevent all end-users from upgrading 
via Check Service Level to a new release

• Additional control values for a merged image:
– 'U'   allows an upgrade, but stops a service pack
– 'S'   allows a service pack, but stops an upgrade

Documented in User's Guide - look in Index for 'SP'
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Installation Options

– Typical
• Not best option, as much 

of iSeries Navigator gets 
installed

– PC5250 User
• Only 5250 emulation 

installed

– Custom
• Best option, but most 

confusing

– Full
• Installs everything
• Has new meaning with  

Tailored Install function
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Installation Types

1. New installation of iSeries Access for Windows
– If done from the iSeries using iSeries NetServer, iSeries Access for 

Windows automatically sets end-user up properly for later service packs 
and upgrades

2. Upgrade Install
– From one release of iSeries Access for Windows to the next release
– Intend to always support N-2 to N
– Default is to upgrade to new release with same set of components
– Can add additional components during upgrade
– Can remove existing components during upgrade process

3. Re-Install same release
– Functionally very similar to upgrade install
– Will install over a service pack level, returning end-user to same level as 

installation image
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Install and Service Pack Tips

iSeries Netserver
Guest User profile

– For users that 
normally do not 
have access to this 
iSeries - but you 
wish to give them 
access to client 
code or service 
packs
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Perform Install for your 
users
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Tailored 
Install



10

IBM eServer iSeries

© 2005 IBM Corporation

Tailored Install
Would you like to control which iSeries Access for 

Windows components your users install?

You can use Tailored Install to:

• Create a custom installation 
image by excluding the 
unwanted components from a 
master installation image.

• Use this customized 
installation image for 
installations across your 
network

• Users can easily install iSeries 
Access functions by selecting 
a single option
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Steps to set up your own 'Tailored' Install

• Stored in Client 
Access folder

QIBM->
ProdData->
CA400->
Express->
Install->
Image->

• Start Cwbinimg.bat
program

'mysieries' (H)

Find Tailored Install Wizard
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Run Wizard to create a Tailored Install Image

Run Tailored 
Install wizard

Select where you want this 
saved

• Could be in iSeries IFS or PC server...
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Example

• Build tailored install 
that only enables end 
users to install only 
ODBC and Printer 
drivers

• Deselect all items you 
don't want users to 
use.  Program will tell 
you if there is a pre-
req you must install

• Note: this option 
requires 23MB of 
space.

Only want to provide ODBC and Printer Drivers for some of your users
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Use Full Install option

Users now simply:

• Point to Folder where your 
Tailored Install is

• Click on ‘Setup.exe’ to start the 
iSeries Access for Windows 
Install Program 

• Then simply select 'Full' install 
– Users get only the functions 

you created in the Tailored 
Install

Note: If stored on iSeries, can use 
i5/OS authorities to restrict users or 
groups from install images that 
they should not be 
installing/upgrading from
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Servicing the Tailored Install Image

Problem
– When you create the Tailored Install, the Program Temporary Fixes (PTFs) in the 

QIBM directory are also applied to the newly created tailored image.
– However, this tailored installation image is not updated when future PTFs are applied 

to or removed from the iSeries server
– Because they are in a file unknown to OS/400

Solution
1. You can recreate the Tailored Install image by pointing back at QIBM, re-running 

Tailored Install, and storing on top of your old image.
2. Go to iSeries Access web site and download PTFFORM.  This can be used to your 

Tailored Image.  
• Only updates to functions in your tailored image will be updated.  Thus users will 

not be able to run Selective Install and get additional Access for Windows functions 
from that directory.

For information on Tailored Install images see:
– http://publib.boulder.ibm.com/pubs/html/as400/infocenter.html  
– Find 'iSeries Access'.  Then follow path of 'Administration', then 'Installing or migrating multiple 

PCs', to 'Tailored Install' 
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PTFFORM

PTFFORM 
only puts 

in fixes for 
code that 

is 
contained 
in Tailored 

Install 
image

2

Use PTFFORM to add new Service Pack to 
Tailored Install image

1

3

www.ibm.com/eserver/iseries/access
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Combine 
use of 
Tailored 
Install
with 
iSeries 
Access 
for Web 
Download 
function
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Downloads – for file/program distribution

• Mechanism to distribute files / 
programs to users

• Administrator can create 
downloads 

• Management functions 
included for updating 
downloads and for controlling 
access to them

V5R3 shipped view
Users can download Access for Linux 
and AFP Viewer Plug-in products

http://<myiseries>/webaccess/iWAPackages

Check this out at http://iseriesd.dfw.ibm.com/webaccess/iWAHome, 
Userid = BOATADMIN; Password = DEMO2PWD 
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Example of how you might use this function

• Scenario

– I have some users who need the ODBC driver from 
iSeries Access for Windows.  What would be an easy 
way to make this available?

• Solution

– Use iSeries Access for Windows to build an install 
image that contains only the ODBC drive

– Use iSeries Access for Web to enable users to install it 
on their PCs 
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Create Tailored Install Image of ODBC driver

You just used 
iSeries Access for 
Windows Tailored 
Install wizard to 
capture only the 
Windows ODBC 
driver
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Use the ‘Create Download’ feature

• Use iSeries Access for 
Web Create Download
to make a file 
available for 
distribution

• The file is copied to 
the server on which 
iSeries Access for 
Web is running

• After the download is 
created, it is added to 
the Downloads list. 
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ODBC now added to Download List

• When a download 
is created, it can 
only be accessed 
by the user who 
created it and by 
users with 
*SECADM authority

• Use the Work with 
action from the 
Downloads list and 
select the Manage 
Access link to 
make the download 
available to other 
users
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Work With Download options

• Edit Name and Description

• Update File 
– The new file will replace 

the current file that is 
available for 
downloading. 

– The current file will no 
longer be available to 
download. 

• Delete

• Manage Access
– This action enables you 

to either give or deny 
access to users. 
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Manage Access to New Download File

• Set up who can access 
new download file

– Deny Access defaults
to only the creator of 
the download can 
access and manage 
this download

– Now select the users 
you wish to access it
• Can be All Users 

(*PUBLIC), groups 
of users, specific 
users

– Set who else can 
manage this download
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Download and Install ODBC on Desktop

• If you had originally 
zipped up the Tailored 
Install directory using 
some product like Install 
Shield's Package For the 
Web, then it would 
initiate the install for the 
end user.

• Here I had used PKZIP 
for Windows, so I have 
to go into the directory 
and start the install by 
pressing on SETUP.EXE
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Silent 
Install 
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Silent Install
• A way to restrict the set of initial 

components that an end user receives

• Allows you to quickly and easily copy 
duplicate installations across your 
network

• Eliminates the need for end users to 
have to respond to any prompts during 
the installation process

• Can be used for upgrades, selective 
setup, and service packs.
Upgrades and service packs should 
launch setup.exe from the install 
source.

– Selective Setup should launch 
setup.exe from the PC's ...\Client 
Access directory 

Can be used for:

Initial Install

Upgrades to a new 
release

Service Packs
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Silent Install

Silent Install indicator 

• Appears in task tray on 
end-user's PC during 
silent install

• Silent install failure 
leaves indicator active

• Double-clicking indicator 
shows failure point

Really silent!
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Silent Install Documentation

Detailed information on Silent 
Install is on the web in the IBM 
iSeries Information Center

Get there by going to iSeries 
Access web page at: 
www.ibm.com/ 
eserver/iseries/access/ windows, 

then select iSeries Information 
Center from sidebar

Or go to:
http://publib.boulder.ibm.com/

pubs/html/as400/ infocenter.html

Search on Silent Install
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Using Silent Install

Create a response file

• A response file records the selections made in response to the prompts in 
the installation process.

• You perform the desired type of install on your PC, recording installation 
choices into install scripts (.iss files)

– For example, setup.exe -r -f1C:\MyDir\v5r2v5r3upg.iss

Start the silent installation

• During a silent installation, the setup program will use the response file to 
get the information necessary to complete the installation

• Schedule or run setup.exe on the end-user PC's with the proper parameters 
specifying the response file location (or use CheckService Level)

– For example, setup.exe -s -f1\\iSeries\Express\Response\v5r2v5r3upg.iss -
f2C:\Temp\v5r2v5r3upg.log

Check the log file return codes to see if your install was successful

• The Log file tracks installation results.  You can specify location/name of the 
Log file

• Silent.txt file in the ...\Client Access directory lists the components installed 
silently and successfully
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Check Service Level for Silent Installs

•If rebooting automatically, consider using SCHEDCHECK parameter on cwbckver.exe and 
schedule during the middle of night.  Look in online iSeries Access for Windows User's 
Guide index for cwbckver for more information on the SCHEDCHECK parameter
•If not rebooting automatically, Check Service Level will come out of silent mode and prompt 
user for reboot

Use this for Service Packs 
and Upgrades

Eliminates the need for confusing 
command line parameters, but 
does require specific names for 
the response files

•SLTSP.ISS - for service packs 
(This file must reside in the 
same directory as the service 
pack image) 

•SLTUP.ISS - for upgrades 
(This file must reside in the 
same directory as the upgrade 
image)
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Errors using Silent Install

Most silent install errors involve a dialog out of order from what 
was recorded (-12 return code in silent log)

• The best way to debug this is to start a manual install on the 
failing PC and proceed through the install wizard panels until 
the confirm panel prior to file transfers

• The majority of the dialog errors occur prior to the 
confirmation panel

• See if any unexpected dialogs appear that were not 
anticipated during recording
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Silent Install Upgrade and Service Pack Install Tip

Use Incoming Remote Command component of iSeries Access for 
Windows with Silent Install Upgrades or Silent Service Pack Installs

• Start service on NT/2000/XP/2003 client
– Specify to log on as Local System Account to satisfy Administrator 

authority restriction needed for install
– No need to "Allow Service To Interact With Desktop" for a Silent

Upgrade or Service Pack Install

• RUNRMTCMD on iSeries specifying setup.exe/setupsp.bat and 
userid/password of Administrator account on PC
– RUNRMTCMD 

CMD('w:\proddata\Access\Windows\install\image\setupsp.bat -s -
f1\\myserver\silentshare\sltsp.iss') RMTLOCNAME(PCNAME *IP) 
RMTUSER(PCUSER) RMTPWD(PCPASSWD)

• REXEC from a TCP/IP client can also be used to submit setup.exe
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Combine 
use of 
Tailored 
Install
with  
Silent 
Install
function
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Combine use of Tailored and Silent Install

• You wish your users to:
– Have only selected parts of iSeries Access for Windows installed on 

their PC
– And you don't want them to find additional Access for Windows 

functions in the Selective Install windows
– Get it installed on their PCs without user intervention
– Want updates (service packs) and new releases to automatically get 

installed on those end user PCs

• Use a combination of Tailored Install and Silent Install and a few PC 
commands (wizards) to do this

• From then on Access for Windows will keep desktop users up to date.

• Use new PTFFORM to update Tailored Install directory with fixes

Steps to perform...
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Create Tailored Install Image of ODBC driver
You just used 
iSeries Access for 
Windows Tailored 
Install wizard to 
capture only the 
Windows ODBC 
driver
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Step 2. Record Silent Install of the Tailored Install Image

Do not have any version of Client Access or iSeries 
Access (5763-XD1, 5722-XE1) on your PC

Point to QIBM directory on your iSeries

Point to location you want to store your response file 
(not in QIBM directory)

Bring up a command prompt

Key in Silent Install command 

– 'setup -r -f1d:\dir\file.iss' to identify where 
responses are to be stored

This starts the iSeries Access Install program

Set up to 
record a 

Silent Install 
Response 

File
Using 'universal 
naming convention' 
(UNC) rather than 
mapping a drive - so 
it can be found 
without a mapped 
drive
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Recording the install of Tailored Install folder

Now select 'Full' install to 
capture steps to install 
everything that is in the 
Tailored Install file

Note: during this step this image 
is also being installed on your PC.  
You probably want to uninstall it 
after completing this step.
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Step 3. Schedule Silent Install for PC Desktop

Bring up Command prompt
Use 'AT' command... or some other scheduler program/wizard 
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Add the Silent Install response file to the AT “Command” step

Schedule the 
Silent Install 

for  end 
user's 

desktop
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Control user of 
iSeries Access 
for Windows 
programs/func
tions through:

•Application 
Administration

•Microsoft 
Policies
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Control Access to iSeries Access for Windows

Policy Administration
• Based on Microsoft System Policy 

support
• PC user has one set of policies for 

connectivity to all iSeries servers
• Can set policies on a specific PC as 

well as users and groups
• Can be used to 'configure'  as well as 

restrict functions
• Over 150 policies available!
• Uses Microsoft System Policy Editor 

and Client Access Policy templates

The Microsoft Way...
• Preferred method for those familiar or 

already using Microsoft System 
Policies

Applications Administration
• Based on OS/400 user profiles -- thus 

supports users and groups
• User profile can roam with user (from 

any PC)
• A user can have different profiles for 

different iSeries
• Can restrict usage of Operations 

Navigator functions, Client Access 
functions, APIs available for use by 
other plug-ins

• Easy-to-use Operations Navigator 
GUI

The iSeries Way...
• Preferred method for those who want 

to control access via OS/400 user 
profiles
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Using Policies: Get the Microsoft System Policy Editor

Go to Microsoft web page 
and download and install 
“Office XP Resource Kit”
– http://www.microsoft.com/

windows/default.mspx
– Search on ‘download system 

policy editor’

The Microsoft System Policy 
Editor is in the Office XP 
Resource Kit   
– To find it click:

• Start Programs 
• Microsoft Office Tools 
• Microsoft Office XP 

Resource Kit Tools 
System Policy Editor

Note: Get the Policy Editor which 
matches your Windows Operating 
System 
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Create iSeries Access for Windows Templates

Create iSeries Access 
for Windows Policy 
Templates that can be 
used with the Microsoft 
System Policy Editor

– Run iSeries Access for 
Windows CWBADGEN
utility to create the 
templates

– CWBADGEN is in 
Program 
Files/IBM/Client 
Access path

– On a DOS prompt, run 
CWBADGEN /std to 
create the templates
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Create Policies (example PC5250)

Start Microsoft System Policy 
Editor and from toolbar select:

1. Options Policy Editor Add
– Go to the Program 

Files/IBM/Client Access directory 
and select the caerestr.adm file 
that was created by CWBADGEN 
utility and add it to the Microsoft 
System Policy Editor list

2. File Open Registry Local 
User
• Double click on the IBM iSeries 

Access Runtime Restrictions 
template

• Select PC5250 emulation and set 
the restrictions you wish to 
impose, then click OK. 
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PC5250 Restriction Options

• Prevent usage of PC55250 emulator
• Prevent configuration of display sessions
• Prevent configuration of printer sessions
• Maximum number of PC5250 sessions
• Prevent changing of .WS profiles
• Prevent menu configuration
• Prevent toolbar configuration
• Prevent multi-session configuration
• Prevent keyboard configuration
• Prevent mouse configuration
• Prevent JavaTM applet execution
• Prevent access to macros
• Prevent profile imports in Emulator Session Manager
• Prevent profile deletion in Emulator Session Manager
• Prevent directory changes in Emulator Session Manager
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Centrally Manage 5250 Use

Let’s say you would like 
to control:

• What the users can do with 
PC5250 
– Number of sessions they 

can start, systems they can 
connect to, change 
keyboard mappings, etc

• Manage all of this on your 
server so you could change 
something in a single 
location and make it 
available to all users
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PC5250 Enhancement – V5R1

Can have multiple 5250 
sessions with just one .WS 
profile

– This gives you ability to:
• Set up and manage the 

iSeries servers your users 
connect to

• Make all 5250 workstation 
sessions look identical
– Screen settings
– Keyboard
– ….

• When you make a change to 
these profiles, it will 
automatically be made for all 
users

Shared 
Diectory

.WS profile 
stored in 
here

See Appendix A for 
directions on how to 
do this
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Steps to use the shared .WS profile concept

1. Set up a shared directory and give all users ‘read only’ 
access to it

2. Use Session Manager to configure the 
connections/sessions for your users and save these 
Profiles in your shared directory

3. Install iSeries Access for Windows and PC5250 on each 
user’s PC

4. Go into iSeries Access for Windows Properties and set 
each users PC5250 default path to point to the shared 
directory you created.
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Store Profiles on Server

Go into iSeries Access for Windows, 
select ‘Emulator’, then select to 
Start or Configure Session

– This is called the Session 
Manager.  It enables you to:
• Start a new session
• Configure a new batch session
• Start an existing session

– Select ‘New Session’ 
• Now configure the 

sessions/connections that you 
wish to provide to your users.

• Save them in your shared 
directory
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Set PC5250 to look for 5250 emulator files on shared directory
Bring up iSeries Access for 

Windows Properties and select 
the PC5250 tab

• Copy any files stored in the 
\Private folder to your shared 
directory

• Change the default from the 
iSeries Access installation 
directory to User specified path

• Then put in server address that all 
your users have read-only access 
to

This needs to be done for every iSeries Access 
for Windows user. If more than one user on a 
single PC, use CWBCFG command from a 
DOS prompt to change path for all users.

At the User’s PC
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At the User’s PC

Go back into the Session Manager

– Start Programs iSeries 
Access for Windows, select 
‘Emulator’, then select to Start 
or Configure Session

– Put the sessions you want the 
user to have access to on the 
user’s desktop
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Menu-Bar Customization Utility

• Use Menu Bar 
Customization Utility 
to eliminate the items 
you don’t want users 
to be able to perform.

– For example, disable 
users’ ability to 
create “new” 
connections, remove 
Properties…

• When you are 
finished, store this 
also in your shared 
directory



32

IBM eServer iSeries

© 2005 IBM Corporation

Notes: Menu-Bar Customization Utility

This utility enables you to remove items from the menu bar of the Personal Communications session window; the changes affect 
only the session that you customize, so you can make different changes to each session. You can remove the following three 
types of menu items: 

• · A menu bar command, such as File, Edit, View, and Help. 
• · A pulldown menu command, such as New, Open... , Color Mapping, and Configure. 
• · A separator line that resides between two commands in a pulldown menu. 

The instructions to modify the menu bar are saved in the workstation profile that you choose and become active next time you 
start the session. 

How to delete menu items 
Note: If you want to delete all menu bar commands, do not use this utility. If you use a workstation profile which has no menu 

bar commands, no less than one menu bar command will appear. Instead, deselect View -> Menu from the session window. 

To delete menu items, do the following: 

1.  Select the Menu-Bar Customization Utility from the IBM Personal Communications -> Utilities folder. 
2.  Click File -> Open. 

The Open WorkStation Profile window appears. 

3.  Choose the profile and click OK. 

The menu items appear in the Menu and Items list boxes

4.  Choose a menu item to be deleted. 
5.  Click Delete. 

The menu item which you chose is removed from the list box.   If you accidentally delete the wrong item from the either the 
Menu or Items list, click Default---this restores all the default menu selections for the profile. 

6.  Repeat the previous two steps until you have deleted all the menu items you want. 
7.  Click Exit.
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Store Policies on a Shared Directory

Still in the System Policy 
Editor

• Select File Save As

• Save the Policy Files you just 
created on a shared directory that 
each PC user has read only access 
to

– The file getting saved has a 
.POL file extension.
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Get address of .POL file on every PC desktop

When Windows is started, it needs 
to load the policy information to 
put into effect before completing 
its boot-up.  

Provide Windows with the location 
where the policy file is stored.

• Use the iSeries Access for Windows 
CWBPOLUZ.exe command to to tell 
Windows where the policy file is 
stored.
– Download this command from 

http://www.ibm.com/eserver/ 
iseries/ access/cadownld.htm

How to get CWBPOLUZ.exe to run 
on every PC
– Manually run this command on 

each PC when you are setting it 
up
• This could be directly at the PC
• Or you could Log onto the PC 

remotely
– Use iSeries Access for Windows 

Incoming Remote Command to 
get this command run on 
remote PCs

– REXEC, etc
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Application Administration Overview

• Manage access to functions on 
a "per iSeries user" basis
– iSeries Navigator
– iSeries Access for Windows 

functions
– Other client and host applications
– Ability to even restrict users with 

All Object privilege

• Easy to use interface

• *SECADM authority required on 
iSeries to manage Application 
Administration settings
– *ALLOBJ required for some 

Advanced Settings
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Application Administration

• Can access from Task Bar also
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Application Administration - By User or Group

myiseries

Individual users and groups can be given more or 
less access capabilities

• Use user or group properties
• Capabilities button
• Applications tab



35

IBM eServer iSeries

© 2005 IBM Corporation

Application Administration - by system

myiseries

myiseries

• Host Applications
• iSeries Navigator 

(including 
Management Central)

Disk 
management 
is not 
available by 
default
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Notes: Registering Applications
Add and remove applications to be administered through Application 
Administration
No changes can be made to the "shipped value" for access settings until the application 
has been registered to Application Administration
If an application is shown in both lists on this dialog, it indicates the application has been 
registered on the iSeries, but there are some administrator functions for this application 
that are defined on this client, but are not registered on the iSeries.  You can select the 
application and press "Add" to register the additional functions.
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Application Administration – iSeries Access

All Application 
Administration information 
is stored on the iSeries 
server, and roams with 
users when they use iSeries 
Access for Windows on a 
different PC

Can control use of the 
following iSeries Access for 
Windows functions:

• PC5250
• Data Transfer
• ODBC
• OLE DB
• Remote Program Calls
• iSeries Access for Windows/ 
iSeries Navigator commands

iSeries Access for 
Windows
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Type of error message end user might receive
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Application Administration 
for iSeries Access for Windows

Local 
Settings Administration 

System

Local Settings

Local 
Settings

Central 
Settings

#1

#2

#3

New in 
V5R2

Central Settings
New in V5R2

Applies to iSeries 
Access for 
Windows
functions only
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Application Administration - Local Settings

Local Settings

• Can reside on any iSeries
• Were the only type of administrative 

settings supported by Application 
Administration prior to V5R2.

They are now called Local
Settings because:

– Each iSeries maintains its own set of 
Application Administration settings. 

– When an iSeries Access for Windows client 
accesses multiple iSeries servers, it will 
use whatever Local Settings were defined 
on each server it connects to...
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Application Administration - Central Settings

Central Settings: 

• Affect iSeries Access 
for Windows properties 
that apply to all iSeries 
servers that the client 
may access. 

Central settings:
• Can only be used on OS/400 and iSeries Access for Windows V5R2 or later
• One iSeries must be configured as an "Administration System".  
• iSeries Access for Windows clients will retrieve central settings from the 

"Administration System"
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Example – Central Settings

Will apply to all 
systems a user 
connects to in this 
network
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Central Settings - Advanced

Central Settings support 
Advanced Settings

This allows an 
administrator  to customize 
many of the properties 
used by iSeries Access for 
Windows, such as:

• Defining a set of 
environments to be 
used by the client

• Customize many of the 
connection, service, 
language, and password 
used by the clients
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Example of an Advanced Setting

Connections:  Signon information; Performance
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Example of an Advanced Settings

Prohibit users 
from defining 
additional 
environments
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Identify a “Central” System

In order to use a “Central System, 
you must set up a system in the 
network to be the "Administration 
system”

1. Start iSeries Navigator and 
point to system you want to be 
the Administration System

2. Right click on the system name 
and select “Properties”

3. Click the Administration 
System Tab

4. Check “Administration System” 
button to set the system as 
your Administration System
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Identify a “Central” System (continued)

The key of the Central Settings concept 
is to make it transparent to end users.

• You should also set up this system 
in your iSeries Access for Windows 
install image.

• Select the “Set Installation Image 
Administration System” button to 
do this.

• Then any PC user installing iSeries 
Access for Windows from this 
system will automatically be set up 
with this system being their 
“Central System”

This also saves administration costs as this is the only system in your 
network where you would need to install iSeries Access for Windows.

– Additionally, in the future, you would only need to apply Service Packs 
and new releases to this system.
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Set up PCs to know which system is “Central” System

For PCs with code already 
installed

• Go to each PC and open up 
the iSeries Access for 
Windows “Properties” panel. 

• Go to “Administration 
System” tab, and set the 
system name for the user.
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Windows 
Operating 
System 
issues
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Windows NT
Windows 2000
Windows XP
Windows 2003 

There are 2 user 
account types:

– Computer 
administrator

– Limited 

Create, change or remove 
your own password

Change your own picture

Create and delete user 
accounts

Access and read all non-
private files

Make system-wide changes

Install programs and 
hardware

Capabilities

YesYes

YesYes

NoYes

NoYes

NoYes

NoYes

LimitedComputer 
Administrator

Can become a challenge 
to administer in a network
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Install and Service Pack Tips

Difficult to install new products or Service Packs on PCs 
with Windows NT/2000/XP/2003 if user does not have 
Administrator Authority

To circumvent this problem:

• ‘Check Service Level’ can be invoked via a scheduler 
running under administrator authority to install service 
packs or upgrades 

• Steps:
– Sign onto Windows NT/2000/XP/2003 as an administrator. 
– Configure NT/2000/XP/2003 schedule service

• On Windows 2000, Control Panel->Scheduled Tasks 
– Set check service level properties 
– Schedule check service level 

If PC set up 
with User 
Level 
Authority, 
Windows
locks out file 
replacements
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Install and Service Pack Tips (continued)

Administrator can set up Access for 
Windows for Silent updates...

Need Administrator's userid/password in here
Note: Userid/password must be same on Windows 
as on iSeries
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Summary

Lots of administrative tools to assist you in managing 
your network PCs 

– V5R3 changes

– iSeries Access for Windows Install/Upgrade
• Check Service Level
• Install and Service Pack Tips

– Install Tools
• Tailored Install
• iSeries Access for Web Download
• Silent Install

– Microsoft Policies
– iSeries Navigator Application Administration 
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