Deploying Tivoli NPM/IP Java Servlets on
WebSphere Application Server for OS/390 or z/OS

1. Scenario Overview

The purpose of this document is to describe the installation of the NPM/IP Java Servlets
GUI code to run on WebSphere Application Server for OS/390.

Tivoli NPM/IP Java Servlets GUI code requires

- Java Servlet Development Kit 2.0 or above

- JDK 1.2.1 or above

To fulfill these requirements, you must install the NPM/IP Java Servlets GUI on
WebSphere Application Server V3.5 or later.

This scenario uses the following software on an OS/390 system. NPM/IP and
WebSphere Application Server may run on different OS/390 hosts.

Tivoli NetView Performance Monitor for TCP/IP V1IR3 (5698-PMI).
PTF for APAR OWS51942 - this PTF is required to fix a SNMP problem when
running NPM/IP Java Servlets under the WebSphere for OS/390 system.

NOTE: Without this PTF, you will get no response when using the SNMP function to
query ASCII devices. This problem is due to an EBCDIC to ASCII conversion error.

- TME 10 NetView for OS/390 C runtime VIR2 (program number 5697-B82).
Required for NPM/IP V1.3. This program is automatically shipped with the Tivoli
NetView Performance Monitor for TCP/IP product.

- IBM WebSphere Application V3.5 (Program number 5655-A98)

WebSphere Application Server V3.5 Standard Edition for OS/390 must be installed
on OS/390 V2R&, or later, or zOS systems. We have OS/390 V2R10 running on our
test system where this scenario was implemented and tested. =~ WebSphere V3.5
Application Server Advanced Edition and WebSphere Application Server V4.0 may
also be used.

2. HTTP and WebSphere Application Server Verification

Instructions for installing the WebSphere Application Server Standard Edition for
0S/390 Version 3.5 can be found in the WebSphere Application Server for OS/390
Version 3.5 Program Directory. This program directory is shipped with the product and
can also be obtained from the product library page at URL:

http://www.ibm.com/software/websphere/appserv/library 390.html
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Once the Application Server is started, you can verify the install by entering the
following URL from a browser to invoke the IBM-provided Installation Verification
Program:

http://your.server.name /webapp/examples/index.html

3. Create a HFS to store NPM/IP Java code

To maintain NPM/IP Java Servlet separately from other WAS applications, you may
create a HFS dataset dedicated to store Tivoli NPM/IP Java code.

[ I NPM PHFS JOB (??7?7?,???7?),' MOY JOB', MSGCLASS=0, CLASS=A,
I NOTI FY=2?7??7??77?7, REG ON=4000K TYPRUN=HOLD

/1 ALLOC1 EXEC PGW-I EFBR14

[/ SYSPRI NT DD SYSOUT=*

I1*

[ /* NOTE: THESE HFS DATA SETS MJUST BE DFSMS MANACED .
I1*

/ | BASE DD DSN=NPM P. JAVA. HFS, DI SP=( NEW CATLG)
/1] VOL=SER=CE1SM5, UNI T=SYSDA,
/1] SPACE=(CYL, (8, 3, 1)),

It is recommended that all NPM/IP files are stored under a single directory tree. In this
document, all NPM/IP Java files are placed in a directory named /ust/lpp/npmip. After
the HFS dataset is created, mount it to /ust/Ipp/npmip or a directory name of your choice.
Issue the df command to verify that the NPM/IP HFS is mounted successfully.

> mount -f NPMIP.JAVA.HFS /usr/lpp/npmip
> df | grep /usr/lpp/npmip
/ust/lpp/npmip (NPMIP.JAVA.HFS)  11824/12000 4294967294 Available

Issue the mkdir commands to create the following subdirectory structure under
/ust/lpp/npmip or under the NPM/IP directory name that you have chosen for your
system.

cd /usr/lpp/npmip
mkdir Help
mkdir Htdocs
mkdir Images
mkdir Msbchart
mkdir Servlets

VVVVVYV
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4. FTP Java Servlets code from CD to the OS/390 System

Tivoli NetView Performance Monitor for TCP/IP product shipment includes a copy of
the Java Servlets CD (LK3T-5785-01). Mount this CD on a workstation. Use FTP to
transfer files on the CD to the OS/390 system.

Transfer all files in the Help directory to /usr/lpp/npmip/Help.

Transfer all files in the Htdocs directory to /usr/lpp/npmip/Htdocs.
Transfer all files in the Images directory to /usr/Ipp/npmip/Images.
Transfer all files in the Servlets directory to /usr/lpp/npmip/Servlets.
Transfer all files in the Chart directory to /usr/lpp/npmip/Msbchart

NOTE: All of the files and directory names are case sensitive. All files must be
transferred in binary mode. When you ftp HTML files to the OS/390 system in binary
mode, the files are stored in the ASCII and are not converted to EBCDIC. Therefore, the
html files will be illegible if you view them using OMVS oedit or TSO ishell utilities.

Following are sample FTP commands to transfer the NPM/IP files to an OS/390 system.
lcd command is used to define the local current directory. In the following example,
E: represent the CDROM drive letter where the NPM/IP CD is mounted.

cd is used to change directory name at the FTP server (OS/390 in this case).

prompt command is used to turn off interactive mode
bin command is used to change file representation to binary

ftp 0s390host

bin

lcd E:\Help

cd /usr/lpp/npmip/Help
prompt

mput *

lcd E:\Htdocs

cd /ust/lpp/npmip/Htdocs
mput *

lcd E:\Images

cd /ust/lpp/npmip/Images
mput *

lcd E:\Servlets

cd /ust/lpp/npmip/Servlets
mput *

lcd E:\Chart

cd /ust/lpp/npmip/Msbchart
mput *

quit

NPM/IP — WAS for OS/390 Page 3-13
01/15/2002

Wen Moy
IBM ATS Gaithersburg




5. Customize HTTP Server Configuration File (httpd.conf)

IBM HTTP Server powered by Apache is a server based on the Apache Web server
developed by the Apache Group (www.apache.org). IBM HTTP Server is included with
the WebSphere Application Server V3.5. HTTP Server must be running to process all
URL requests. Based on the configuration statements in the httpd.conf file, HTTP server
can pass URL requests to be serviced by the WebSphere Application Server. Verify or
add the following statements to support NPM/IP in the httpd.conf file.

- Verify the port statement used to define the port number assigned to the HTTP server.
You may bring up a test HTTP server to test out the NPM/IP code. Each HTTP
server must use a unique port number.

Port 8973

- Add the following two Web server directives to the httpd.conf configuration file to
provide the HTTP server with the entry point to Application Server's initialization,
request processing and exit routines. Verify that the WebSphere Application Server
configuration file (was.conf) specified on the Serverlnit statement contains the
parameters needed for the NPM/IP. Step 6) in this document describes the necessary
modifications for the was.conf file. If WAS V4.0 is used, you will need to specify
was400plugin.so instead of was350plugin.so on these statements.

Serverlnit /usr/lpp/WebSphere/AppServer/bin/was350plugin.so:init_exit
/usr/lpp/WebSphere,/usr/lpp/npmip/was.conf

ServerTerm /usr/lpp/WebSphere/AppServer/bin/was350plugin.so:term_exit

Notes: In this example, the ServerInit directive is split for printing purposes. In the
actual httod.conf file, each directive must be on a single line.

- Define map directives to add the NPM/IP directory prefix, /ust/lpp/npmip, to the
user's URL requests. These mapping statements redirect the URL requests to the
actual physical locations of the NPM/IP Java component on the OS/390 system. For
example, when a user enters "http://os_390 web_server/logon.htm", the HTTP server
on the OS/390 will map that URL to /ust/Ipp/npmip/Htdocs/logon.htm, which is
where the actual logon.htm resides on the OS/390 system in this example.

These statements are case sensitive and should be placed before any other more
general map or pass statements in the httpd.conf file. HTTP server scans through all
directives in the httpd.conf file sequentially and takes the appropriate action whenever
a match is made.

Map /logon.htm /ust/lpp/mpmip/Htdocs/logon.htm
Map /SNMP.html  /ust/lpp/npmip/Htdocs/snmp.html
Map /query.html /ust/lpp/npmip/Htdocs/query.html
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Map /mib.html /ust/lpp/npmip/Htdocs/mib.html

Map /htdocs/* /ust/lpp/npmip/Htdocs/*
Map /images/* /ust/lpp/npmip/Images/*
Map /Chart/* /ust/lpp/npmip/Msbchart/*
Map /Help/* fust/lpp/npmip/Help/*
Map /help/* /ust/lpp/npmip/Help/*
Map /servlets/* /ust/lpp/mpmip/Serviets/*

Add Service statement to pass all NPM/IP URL requests to WebSphere Application
Server. If you are using WAS 4.0, you will need to specify was400plugin.so instead
of was350plugin.so on this statement.

Service /usr/lpp/mpmip/*
/usr/lpp/WebSphere/AppServer/bin/was350plugin.so:service_exit

Note: This service statement must be placed after the map statements. In this
example, the Service directive is split for printing purposes. In the actual httpd.conf
file, this directive is on a single line.

The Service directives within the hosting Web server’s httpd.conf file indicate which
requests the WebSphere Application Server is to process. In this scenario, all NPM/IP
URL requests will be added with a /ust/lpp/npmip prefix via the Map directives and
routed to the WebSphere Application Server via the Service directive. WebSphere
Application Server will then serve all NPM/IP URL requests.

6. Customize WebSphere Application Server Configuration File

A Web application is a grouping of Web components, such as servlets, Java Server
Pages (JSPs), and static files such as HTML files and GIF files, that is defined and then
deployed into a WebSphere virtual host and managed as a single unit. Each web
application must be identified with a unique name. In this document, npmip will be used
as the <webapp-name> to represent the NPM/IP Java Servlets application. There are two
distinct sets of attributes that you must configure for each Web application:

a) Deployment Properties

Deployment properties define the physical residency and characteristics of the

the WebSphere Application Server into which the Web application is being deployed,
such as the fully qualified directories that comprise the Web application’s classpath.
The format for defining deployment properties in the WebSphere Application Server
configuration file is:

deployedwebapp.<webapp-name>.property=value
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The deployment attributes enable the ServletContext object to correctly resolve these
physical residencies and characteristics at run time and efficiently deploy the Web
application. Following deployment properties are coded to support the NPM/IP Java
Servlet application:

depl oyedwebapp. npm p. rooturi =/ usr/l pp/ npm p

depl oyedwebapp. npni p. docunent r oot =/ usr /| pp/ npm p

depl oyedwebapp. npm p. cl asspat h=/usr/ | pp/ npm p/ Ser vl et s/ Ae
s.jar:/usr/| pp/ npm p/ Servl ets/j SNVP. | ar

depl oyedwebapp. npmi p. aut or el oadi nt er val =10000

depl oyedwebapp. npmi p. host =def aul t _host

Notes: In this example, some deployedwebapp statements are split for printing
purposes. In the actual was.conf file, each directive must be on a single line.

- depl oyedwebapp. npm p. rooturi - provides the pattern by which a

web application is known within its virtual host. In this scenario, all NPM/IP
requests' URL will be prefixed with /ust/lpp/npmip when they are received by the
WebSphere Application Server.

- depl oyedwebapp. npm p. host - specifies the administrative name of the

virtual host in which a Web application is deployed. In this example, the default
host will be used to deploy the NPM/IP application. You may change to use any
host definition in your WAS configuration.

- depl oyedwebapp. npm p. cl asspat h - specifies the classpath that the
application level class loader searches for a servlet when the system class loader
cannot find it. This property is REQUIRED and must specify the directory where
the servlet resides. Aes.jar and j]SNMP jar are the class files used by NPM/IP.

- depl oyedwebapp. npm p. docunentr oot - specifies the name of the
directory root that contains the files associated with the NPM/IP Web application.

- deployedwebapp.npmip.autoreloadinterval - specifies that NPM/IP Web

application is to be reloaded if changes are detected. WebSphere Application
Server waits 10,000 ms between checks.

b) Definitional attributes

Definitional attributes define the characteristics of a Web application such as the
servlets that are part of the application, the HTML, image file, servlet, and JSP
mapping information. Properties relating to the configuration of Web applications
have the format

webapp.<webapp-name>.property=value.
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The same name is used on both the deploywebapp and webapp properties associated
with a specific Web application. npmip is the unique <webapp-name> name being
used to identify the NPM/IP Java Servlet code.

Following webapp property definitions were added to was.conf file to specify its
definitional attributes. All webapp definition has the following form:

webapp.npmip.filemapping="*.htm
webapp.npmip.filemapping=+*.html
webapp.npmip.filemapping==*.gif
webapp.npmip.filemapping="*.Gif
webapp.npmip.filemapping==*.jpg
webapp.npmip.filemapping==*.jar
webapp.npmip.servletmapping=/Servlets/*

Tivoli NPM/IP Java Servlet GUI uses several types of Web components including
HTML file, gif image files, jar file. webapp.npmip.filemapping statements provides
the WebSphere Application Server with information about the types of Web
components used by NPM/IP. Files ending with html, htm, jpg, gif are treated as
static files. webapp.npmip.servletmapping is used to designate the pattern for the
NPM/IP Java Servlet. NPM/IP Java Servlet URL, /servlets, is mapped to
/ust/lpp/npmip/Servlets by the HTTP server. In order for WebSphere Application
Server to match URL /ust/lpp/npmip/Servlets to the NPM/IP web application,
/usr/lpp/mpmip is assigned as the value of deployedwebapp.npmip.rooturi property
and /Servlets is assigned as the value of webapp. npmi p. ser vl et mappi ng
property. Concatenation of these two values equals /ust/lpp/npmip/Servlets which
matches the NPM/IP URL /ust/lpp/npmip/Servlets routed by the HTTP server.

NOTE: This document is written with the assumption that all NPM/IP Java
Servlets files are placed in a file system and mounted to /ust/lpp/npmip.
Your installation may choose a different directory to house the NPM/IP Java
Servlets code. In that case, you will need to modify various statements (e.g.
Map, Service, webapp ..etc.) in the httpd.conf and was.conf accordingly.
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7. Start Web Server

After completing the above customization, you can start the WebSphere Application
Server by creating and starting a start procedure similar to the following:

/11 MAPROC PROC P1='-B',

[l P2="-r [usr/|pp/npm p/web/httpd.conf',

/1 P3="-v',

/1 LEPARME' ENVAR(" _CEE_ENVFI LE=/ usr /| pp/ npm p/ htt pd. envvars")"
//*********************************************************************
/I VWEBSRV  EXEC PGVEI MAHTTPD, REG ON=0K, TI ME=NOLI M T,

/1 PARM=(" &LEPARM &P1 &P2 &P3')

/1 STEPLI B DD DSN=SYS1. LEMVS. SCEERUN, DI SP=SHR

/1 DD DSN=SYS1. CRYPTO. SGSKLOAD, DI SP=SHR
/1 DD DSN=SYS1. CPP. SCLBDLL, DI SP=SHR
INEEEEEEEEEEEEEEEEEEEEE ARttt ittt EEEEEERy
/1 SYSI N DD DUMWY

/1 QUTDSC DD SYSOUT=*, DEST=HOLD

/1 SYSPRI NT DD SYSOUT=*, DEST=HOLD

/| SYSERR DD SYSOUT=*, DEST=HOLD

/| STDOUT DD SYSOUT=*, DEST=HOLD

/ | STDERR DD SYSOUT=*, DEST=HOLD

/1 SYSQUT DD SYSQUT=*, DEST=HOLD

// CEEDUMP DD SYSOUT=*, DEST=HOLD

8. Test Accessing the NPM/IP Java GUI From a Web Browser

After successfully initializing WebSphere Application Server, you can enter the
following URL from your browser to invoke the NPM/IP Java GUI:

http://your.server.name:8973/logon.htm

Note: In this example, we are using 8973 as the WebSphere Application Server port
number instead of the default port number. Therefore, we needed to specify the port
number 8973 on this URL.

When a user enters the logon.htm request, HTTP server on the OS/390 will receive the
request and the following processing will take place.

1. HTTP Server will find a match for the logon.htm in the httpd.conf and map the
logon.htm to /ust/lpp/npmip/Htdocs/logon.htm. HTTP Server will continue
processing the request with translated name of /ust/lpp/npmip/Htdocs/logon.htm
through the rest of the statements in the httpd.conf file.

2. HTTP Server will find a match of /ust/lpp/npmip/Htdocs/logon.htm with the service
statement of /usr/lpp/npmip/* in the httpd.conf and will pass the request to the
WebSphere Application Server.
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3. WebSphere Application Server will match /ust/Ipp/npmip/Htdocs/logon.htm as a
component of the npmip web application since its prefix matches the rooturi value of
the npmip application as defined in the
depl oyedwebapp. npm p. rooturi =/usr/| pp/ npm p statenent.

4. WebSphere Application Server will serve the file, /ust/lpp/npmip/Htdocs/logon.htm,
because the webapp.npmip.filemapping="*.htm statement indicates that the npmip
web application includes static HTML files.  In this sample scenario, the actual
logon.htm must reside at /ust/lpp/npmip/Htdocs/logon.htm on the OS/390 system.
Otherwise, the user will get an error 404 - file not found error.

Following is a sample logon.htm file that you will receive if WebSphere Application
Server is successful in locating and serving the logon.htm file to the user's web browser.

/3 Logon - Microsoft Internet Explorer

| File Edit “iew Favortez Toolz Help |
E < T A TR B R RS A = e
Back e Stop Refresh  Home Search  Favortes  History tdail Frint Edit Real com
| Address [ @] hip.//3.82.130.124:8973/logan him =] @60 |[Links »
You must enter an authorized user id and password
to use this function. These will be verified against
the appropriate security measures implemented.
You will then be allowed to use this product.
Enter user ID: I 1
Password: I
C t to host
address:
Host Port: |5050
Submit |
€ =
o
Java
|&] Dore l_’_|e Internet v

From the NPM/IP logon.htm, you can specify the user id, password and the IP address of
the host where the NPM/IP host component is running to access the IP performance and
monitoring functions provided by NPM/IP.
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9. Sample HTTPD.CONF file (partial listing)

A partial listing of the HTTPD.CONEF file is included in this and the next page. All
statements referred in this document are highlighted and in italic.

Install Path /usr/ | pp/internet

Bi ndSpecific off

DNS- Lookup of f

Ser ver Root [usr/| pp/npm p

Por t 8973

i nbeds on SSIOnly

User | d Y/ESERVERY®%

PidFile /[usr/lpp/ npm p/httpd-pid

AccesslLog [usr/1 pp/ npm p/ | ogs/httpd-Iog
Agent Log /usr/l pp/ npm p/ | ogs/ agent - | og
Ref erer Log /usr/1 pp/ npm p/l ogs/referer-I|og
ErrorLog /usr/l pp/ npm p/l ogs/httpd-errors
Cgi ErrorLog /usr/l pp/ npm p/ 1 ogs/cgi-error
LogFor nat Conmmon

LogTi e Local Ti me

LogToSysl og on

AccessLogAr chi ve purge

Error LogArchive purge

AccessLogExpire 10

ErrorLogExpire 10

AccessLogSi zeLinmt O

ErrorLogSi zeLinmt O

AccessLogExcl udeUser Agent | CS- ProxyAgent/ 4. 2
AccessReport DoDnsLookup of f

Enabl e GET
Enabl e HEAD
Enabl e POST
Enabl e TRACE
Enabl e OPTI ONS

Di sabl e PUT
Di sabl e DELETE
Di sabl e CONNECT

Wl conme el cone. ht
Wl cone i ndex. ht m

Wl cone Frnt page. ht m
Al waysWl cone on

Di r Access of f
Di r Readne top
Di r Show cons on
Di r ShowbDat e on
Di r ShowSi ze on
Di r ShowDescri pti on on
Di r ShowBr acket s on
Di r ShowCase on
Di r ShowH dden of f
Di r ShowByt es of f
Di r ShowvaxDescrLength 25
Di r ShowvaxLengt h 25
D r ShowM nLengt h 15
UseMet aFil es of f

Met aDi r . web

Met aSuf fi x .neta

#

Serverlnit /usr/| pp/ WebSpher e/ AppSer ver/ bi n/ was350pl ugi n.so:init_exit /usr/|pp/ WebSphere,/usr/l pp/npn p/was. conf
Server Term /usr/ | pp/ WebSpher e/ AppSer ver / bi n/ was350p! ugi n. so: term exi t

Sample HTTPD.CONEF file continues on the next page
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# The following rules will allow anyone that knows your WEBADV
# password to use the Web Server renote configuration application.
#
Protection | MVAdm n {
Serverld | MAEBSRV_Admi ni strati on
Aut hType Basi c
PasswdFi | e WBAFN
Mask VEEBADM webadm
}
Protect /adm n-bin/* | MNAdm n
Protect /Usage* | MW Adm n
# #
# Service directives for exanpl es
# #

Service |/ webapp/ exanpl es/* [usr/| pp/ WebSpher e/ AppSer ver/ bi n/ was350pl ugi n. so: service_exit

#

service /cgi-bin/htinage*
servi ce /cgi - bi n/i magemap*
servi ce / Usage*

servi ce /adm n-bin/trace*

# MAP Directives for NPM I P

Map /1 ogon. ht m
Map / SNVP. ht m
Map /query. htm
Map /mb. htm
Map /ht docs/ *
Map /i mages/ *
Map [ Chart/*
Map / Hel p/ *

Map / hel p/ *

Map /servl ets/*

| NTERNAL: HTI mage*
I NTERNAL: HTI mage*
I NTERNAL: UsageFn
I NTERNAL: Tr aceFn

/usr/| pp/npm p/ H docs/ | ogon. ht m
/usr/| pp/npm p/ H docs/ snnp. ht m
[usr/| pp/npm p/ Ht docs/ query. ht n
[usr/| pp/npm p/ H docs/ m b. ht m
[usr/| pp/npm p/ Ht docs/ *

[usr /| pp/npm p/ | mages/ *

[usr/| pp/npm p/ Msbchart/*

[usr/| pp/npm p/ Hel p/ *

[usr/| pp/npm p/ Hel p/ *

[usr /| pp/npm p/ Servl ets/*

Service /usr/|pp/npm p/* [usr/| pp/ WebSpher e/ AppSer ver/bi n/ was350pl ugi n. so: servi ce_exit

# End NPM I P addition

#

Pass [ adm n- bi n/webexec/* /[usr/|pp/internet/server_root/adm n-bi n/ webexec/*
Exec /cgi-bin/* /usr/ | pp/internet/server_root/ cgi-bin/*
Exec [ adm n-bi n/* /usr/ | pp/internet/server_root/adm n-bin/*
Exec / Docs/ adm n- bi n/ * [usr/ | pp/internet/server_root/adm n-bin/*
Pass /i cons/* /usr/l pp/internet/server_root/icons/*

Pass /[ Adm n/ *.j pg [usr/l pp/internet/server_root/Adm n/*.jpg
Pass [Admin/*. gif [usr/l pp/internet/server_root/Admn/*.gif
Pass [/ Adm n/ *. ht m [usr/l pp/internet/server_root/Adm n/*. htm
Pass / Docs/ * [usr/l pp/internet/server_root/Docs/*

Pass /i mg-bin/* [usr/l pp/internet/server_root/inmg-bin/*
Pass /* [usr/l pp/internet/server_root/pub/*

# #

# Per f or mance directives.

# #

MaxActi veThreads 40
MaxPer si st Request 5
ServerPriority -10
Persi st Ti reout 10 secs
SSLd i ent Aut h of f
UseACLs protectonly

NOTE: THIS IS NOT A COMPLETE HTTPD.CONF.. Other directives such as
Add Type, Add Icon, Proxy directives are not printed here due to limited space.
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10. Sample WAS.CONF

A sample WAS.CONEF is listed in this and next page. All statements referred in this
document are highlighted and in italic.

appserver. versi on=3. 50
appser ver . usesyst entl asspat h=f al se

appserver.|li
appserver.c

bpat h=
asspat h=

appserver . nanme=def aul t Servl et Engi ne
appserver.jvnpropertiesfile=
appserver. | ogl evel =I NFO

appserver. | ogdirectory=/usr/ | pp/npm p/ | ogs
appser ver . wor ki ngdirectory=
appserver. confi gvi ener=
appserver. j spbasehr ef add=t r ue

obj ect | evel trace. enabl ed=f al se

sessi on. enabl e=t rue

session.url rewiting. enabl e=fal se

sessi on. cooki es. enabl e=true

sessi on. prot ocol swi tchrewiting. enabl e=fal se
sessi on. cooki e. nane=sesessi oni d

sessi on. cooki e. conmrent=ser vl et Sessi on Support
sessi on. cooki e. maxage=-1

sessi on. cooki e. pat h=

sessi on. cooki e. secure=f al se

sessi on.inval i dationti ne=180000

session.tab
session.tab

esi ze=1000
eover f | onenabl e=f al se

sessi on. dbenabl e=f al se

sessi on. dbj dbcpool nanme=Sessi onJDBCConnect i onPoo
sessi on. dbt abl enane=

sessi on. donmai n=

j dbcconnpool . def aul t _j dbcpool . wai t f orconnecti onti meoutmi | |i seconds=30000
j dbcconnpool . def aul t _j dbcpool . i dl econnecti onti meoutm | |i seconds=120000
j dbcconnpool . def aul t _j dbcpool . i nuseconnecti onti meoutm | |iseconds=120000
j dbcconnpool . def aul t _j dbcpool . j dbcdri ver =i bm sql . DB2Dx i ver
j dbcconnpool . def aul t _j dbcpool . dat abaseur| =
j dbcconnpool . def aul t _j dbcpool . dat asour cenane=def aul t _pool _dat asour ce
#
j dbcconnpool . Sessi onJDBCConnect i onPool . m nconnect i ons=10
j dbcconnpool . Sessi onJDBCConnect i onPool . maxconnect i ons=40
j dbcconnpool . Sessi onJDBCConnect i onPool . wai t f or connecti onti meoutm | | i seconds=30000
j dbcconnpool . Sessi onJDBCConnect i onPool . i dl econnecti onti meoutm | |iseconds=120000
j dbcconnpool . Sessi onJDBCConnect i onPool . i nuseconnecti onti neoutm | |iseconds=-1
j dbcconnpool . Sessi onJDBCConnect i onPool . j dbcdri ver =i bm sql . DB2Dri ver
j dbcconnpool . Sessi onJDBCConnect i onPool . dat abaseur| =
# #
# Virtual Host settings
# #
# host . <vi rtual _host name>. al i as=<host name>| | ocal host
host . defaul t_host . al i as=l ocal host
#
e T PP #
# host . <vi rtual _host nane>. m net ypefile
#
host . defaul t_host. m netypefil e=
Sample WAS.CONETF file continues on the next page.
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Depl oyed Web Application Settings

The follow ng defines the exanpl es web application used for
installation verification.

HHHFHFBH TR
++

depl oyedwebapp. exanpl es. host =def aul t _host

depl oyedwebapp. exanpl es. r oot uri =/ webapp/ exanpl es

depl oyedwebapp. exanpl es. cl asspat h=$was_i nst al | _r oot $/ AppSer ver/ host s/ def aul t _host/ exanpl es/ servl ets
depl oyedwebapp. exanpl es. docunent r oot =$was_i nstal | _r oot $/ AppSer ver/ host s/ def aul t _host / exanpl es/ web
webapp. exanpl es. j spmappi ng=*.j sp

webapp. exanpl es. j spl evel =1. 1

webapp. exanpl es. fi | enappi ng=/

webapp. exanpl es. servl et. si npl eJSP. code=Si npl eJSPSer vl et

webapp. exanpl es. servl et . si npl eJSP. ser vl et nappi ng=/ si npl eJSP

webapp. exanpl es. servl et. si npl eJSP. ser vl et mappi ng=/ si npl eJSP. servl et

webapp. exanpl es. servl et. showCf g. code=com i bm ser vl et . engi ne. confi g. Servl et Engi neConfi gSer vl et
webapp. exanpl es. servl et. showCf g. ser vl et mappi ng=/ showCf g

# #
#

# The following defines by Wen for NPM I P Java code

#

# #

depl oyedwebapp. npm p. root uri =/ usr/| pp/ npm p

depl oyedwebapp. npm p. docunent r oot =/ usr /| pp/ npm p
depl oyedwebapp. npm p. cl asspat h=/usr/ | pp/ npm p/ Servl ets/ Aes.jar:/usr/| pp/ npm p/ Servl ets/j SNWP. j ar
depl oyedwebapp. npm p. aut or el oadi nt er val =10000
depl oyedwebapp. npm p. host =def aul t _host

webapp. npmi p. fi | enappi ng=*. ht m

webapp. npni p. fi | emappi ng=*. ht m

webapp. npm p. fil enappi ng=*. gi f

webapp. npmi p. fil enappi ng=*. G f

webapp. npm p. fi | enappi ng=*. j pg

webapp. npmi p. fil enappi ng=*.j ar

webapp. npm p. ser vl et nappi ng=/ Ser vl et s/ *

NPM/IP — WAS for OS/390 Page 13-13 Wen Moy
01/15/2002 IBM ATS Gaithersburg




