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Extensive Industry

Experience and
Recognition




— Deloitte’s service offering

Consulting

 Corporate Strategy

« Channel Strategy

« Strategic cost reduction

» Operational Excellence

+ Outsourcing/Off-shoring Advisory
* Human Capital

» Technology Integration

* Enterprise Applications

Audit

» Conversion Services

* Environment & Sustainability

* Legal and Regulatory Consulting

Corporate Finance

« Financial Advisory

* Forensic Services

+ Reorganization Services
 Valuation Services

Tax

 Corporate Tax

* International Tax‘

* R & D Credits =

* Mergers & Acquisitions
<Nansfer Pricing

Enterprise Risk Services (ERS)
* Information Technology Risk
* Business Risk

4
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Overview — Risk Management Services and Solutions

Service
Lines

Business
Risk

Information
&
Technology
Risk

Service Areas

Contract Risk &
Compliance

Service Offerings

Business Relationship Management; Customer Relationships Risk & Compliance; Joint
Venture, Alliance, & Other Relationships Risk & Compliance; Vendor Relationships Risk &
Compliance

Governance, Regulatory,
& Risk Strategies

Enterprise Risk Management; Governance; Regulatory & Compliance

Internal Audit

Sustainability & Climate
Change Risk Services

Data Risk Services

Information & Controls
Assurance

Internal Audit Projects; IT for Internal Audit; Outsourcing, Cosourcing, or Loaned
Staff; Quality Assessment Review; Regulatory Effectiveness Testing; Risk
Assessments;

Accounting, Reporting, & Disclosure; Controls Implementation; External

Assurance; Governance & Strategy; Internal Assurance; Risk Assessments

Data Analytics; Data Conversion & Integration; Data Governance; Data Quality

Controls Transformation; Integrated External Audit; ISO; Third Party Reporting

Risk Management
Technologies

Capital Market Systems; Integrated Financial Risk Systems

Security, Privacy, &
Resiliency

Technology Risk &
Governance

Application Integrity; Cyber Security; ldentity & Access Management; Operational
Resiliency; PCI DSS; Privacy & Data Protection; Security Management &
Transformation; Security Operations

GRC Systems Implementation & Integration; Independent Validation &
Verification; IT Asset Management; IT Governance & Risk
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Deloitte has been recognized as a leader in Risk Management Consulting

Strong
@ Advoncing Service Breodth or Dapth (T Mewiral @ Diminishing Secvice Braadth or Depth w

? Sarong
g s
_E' Weah —————————————— Sirslogy ———————————8= Shong

Low Censulting Services Breadth High

Forrester Wave™: Information Security and Risk
“Deloitte operates the world’s largest and most robust risk consulting Consulting , Q3 2010

practice. Its offerings stretch across every segment of the market.”

“In Forrester’s 75-criteria evaluation of information security and risk
consulting service providers, we found that Deloitte led the pack because
of its maniacal customer focus and deep technical expertise.”

“Deloitte operates a more robust offshore operation than many of the other
leading risk consulting providers.”

Kennedy Information; “Risk Management Consulting Marketplace 2009-2012" Forrester Wave™: Information Security and Risk Consulting, Q3 2010

Deloitte’s Risk Intelligence thought leadership campaign was recently awarded the Gold Award for the IT Services Marketing
Association’s (ITSMA) Marketing Excellence Awards for Thought Leadership Marketing.
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Deloitte’s Risk

Intelligence Program




The need for Risk Intelligence

Protecting and creating value Managing in volatile times

» Marketplace demand for board and executive accountability ¢ The recent financial crisis proves that even in a highly regulated
is intensifying environment, lack of effective risk management practices can have

» Companies that do not effectively manage risk are being a major impact on organizations

penalized by the capital markets » There is increased focus on timely and clear communications with
stakeholders on how risks are being managed (board of directors,

» Costs associated with managing risk and compliance . . :
executive management, employees, bond rating agencies).

activities are increasing
+ Systemic risks and impacts on organizations have lead to

- significant losses in value.
New Product . . .
Development » Trending for assessing future market demands and economic
Creating impacts is no longer reliable
shareholder < Increased Revenue
value
R Increased Market \Y; Regmatory compIeXIty
share A . . . .
[ N L » Regulatory bodies and rating agencies have made it clear that
S e . . . T
” Penalties, Fines LEJ greaf[er disclosure lies ahead, guided by more specific
Preserving requirements
shareholder N . . G
af Losses » Regulatory examinations will most likely change, with increased
value g y ) y g
P focus on risk management oversight

» Global regulations are increasing in volume and complexity,
increasing the importance of compliance and risk management
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Assessing the maturity of risk management capabilities at an enterprise

0N

Initial

Stakeholder Value

Stages of Risk Management Capability Maturity

* Ad hoc/chaotic

* Depends primarily on
individual heroics,

capabilities, and verbal

wisdom

How capable does it need to be?

Fragmented

* Independent risk
management activities

e Limited focus on the

linkage between risks
Limited alignment of
risk to strategies
Disparate monitoring &
reporting functions

How capable is the organization today to manage its risk profile?

How can it get to its desired state? By when?

How can we leverage existing risk management practices?

Integrated

Risk
Intelligent

Top Down

Common framework,
program statement,
policy

Routine risk
assessments

Communication of top
strategic risks to the
Board

Executive/Steering
Committee

Knowledge sharing
across risk functions

Awareness activities
Formal risk consulting
Dedicated team

Representative Attributes Describing Each Maturity Level

m

Integrated

Coordinated risk
management activities
across silos

Risk appetite is fully
defined
Enterprise-wide risk
monitoring, measuring,
and reporting
Technology
implementation
Contingency plans and
escalation procedures
Risk management
training

Risk
Intelligent

Risk discussion is
embedded in strategic
planning, capital
allocation, product
development, etc.
Early warning risk
indicators used
Linkage to
performance measures
and incentives

Risk
modeling/scenarios
Industry benchmarking
used regularly

A 4
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Building a Risk Intelligent Enterprise

Risk Intelligent Enterprises adopt a balanced perspective of risk management supported by
fundamental principles:

Nine Principles for Building a
Risk Intelligent Enterprise

The Risk Intelligent Enterprise

Governing Bodies Responsibility

/!

Roles & Responsibilities

Common Definition of Risk R osi e T

Common Risk Framework

Common Risk Infrastructure

Commaon Risk
Boh rd epstow s Infrastructure

Executive Management Responsibility srd fdzragermens

Objective Assurance and Monitoring

Risk Process

e : “‘n‘“ SN
Saapoters Tonck-zas

Risk SEE5

Business Unit Responsibility

Support of Pervasive Functions
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Risk Governance

Assess

Develop

Implement

Monitor

Assess Current State and Identify

Opportunities for Enhancing the
Risk Management Program

Develop Components of a Desired
State for the Risk Management
Program

Implement Risk Management

Program Enhancements

Monitor and Sustain Risk

Management Program

Goveming Bodies
Responsibility

Roles & Responsibilities

Common Definition

of Risk

Common Risk
Framework

Risk Infrastructure and Management

Executive Management

Responsibility

Common Risk
Infrastructure

Objective Assurance

and Monitoring

Risk Ownership

Business Unit
Responsibility
&

Support of Pervasive
Functions




Deloitte’s Risk

Platform




Risk Platform - Deloitte’s has enabled its Risk Intelligence Program
Methodology

Deloitte Risk Consulting practice has created the Global Integrated Risk Platform built on that provides:

*A global repository of Deloitte intellectual property related to risk and regulatory compliance that can be uploaded,
managed and used on engagements.

=A flexible and powerful platform to model and deliver the firm’s risk and compliance service offerings to clients
leveraging the available Deloitte intellectual property.

*A platform to demonstrate our deep understanding of risk and regulatory compliance and the underlying technology
needed to build an effective program to manage it.

=Improving collaboration between various departments (CIO, CFO, CRO, etc) within the client’s enterprise.
=Avoiding duplication of effort, content and tools across the client organization.

=Enhancing the correlation between risk and performance information across the client’s enterprise.

Revorts ‘ﬂ“'""‘“‘"; P — *#OPENPAGES CommandCenter" -Control Rk Isue ashboard
F T e 10PENPAGES CommandCenter® -Casbity ssessment i

g ol 5
’ . . @ & Tasation —_ O P d@o @EoEEE Controls, Risk and Issues Dashboard
2 Tax nagoring isk Assessment Capability Frame port

: Select a Business Entity: * /Cemo Library

Operating Effectiveness

® | o L =

il it R Diagnostc & Maturty Model Summary Result:Cick s

§
z
%

Risk Assessmont Name  Risk Compotency A'ea  Capabilly Score

" nagsmert
57 scemumng sor venser RA 100k Desed St Asss:

Business Entity % Ciosed

s Enlity % Effective

ALk
10cess g, Demo-Bu P 83

g FAET——— = By, DermoBusiess Process

B JemoRstailer 82 [, Demo-Retailer @2
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1. A global repository

A global repository of Deloitte intellectual property related to risk and regulatory compliance that can
be uploaded, managed and used on engagements.

EVM
Enterprise Value Map

Other EVM & RIM ‘ Privacy

RIM p RACK
Risk Intelligence Map Processes, Risks & Controls
;

Other U.S Firm Sources I ' ‘

IT Risk
(Risk Catalog)

Other Global Firm Sources
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1. A global repository (cont.)

» The Risk Platform can store many different types of risk related information.
 Relevant information can be exported into familiar formats
« HTML, PDF, Excel, CSV & XML

= &2 Risk Intelligence Map Risk Intelligence Maps Summary / Folder View
# & RIM-Enterprise Data Solutions RIM-Enterprise Data Solutions * A listing of risk information can be
® &, RIM-Federal Risk Intelligence Map (Federal version) viewed through an eaSY'tO'naVigate
# = RIM-Generic Risk Intelligence Map (Generic version) fOIder StrUCture_ .

» Clicking on a risk object name opens
® & RIM-Insurance Sample Risk Intelligence Map (Insurance) a new screen Where users can reVieW
#l & RIM-Japan Risk Intelligence Map (Japan Corp Gowt-Fin-IT) and edit details for a specific risk
® & RIM-Life Sciences Risk Intelligence Map (Life Sciences)

# &2, RIM-Retail = & Banking Risk Intelligence Map Banking Risk Intelligence Map (BRIM)
# 52 RIM-Technology # &2 BRIM-Banking Asset Management Banking Risk Intelligence Map (Asset Management)
® &% BRIM-Banking Commercial Banking Risk Intelligence Map (Commercial)
5 = BRIM-Banking Common LOB Banking Risk Intelligence Map (Commeon Line of Business)
o BRIM-Banking Corp Finance Banking Risk Intelligence Map (Corp Finance)
H BRIM-Banking Retail Banking Risk Intelligence Map (Retail)
® 52 BRIM-Banking Securities S & Enterprise Value Map Enterprise Value Maps
= BRIM-Banking Trading and Sales 2 =2, EVM-Federal Enterprise Value Map for Federal Practice
@ 2 BRIM-Banking Trust @ &5 EVM-Generic Enterprise Value Map - Generic
# 52 EVM-Life Ins Enterprise Value Map for Life Insurance
@ &2 EVM-Real Estate Enterprise Value Map for Real Estate

B Enterprise Value Map for Technal
14 # & EVM-Technology nterprise Value Map for Technology ed




Risk Platform Content

Associated Mandates
Mandate

ﬁL FEIEC - Information Security Jufy
2006

m FFIEC - Information Security Juby
2006

m FFIEC - Information Security July
2006

il FFIEC E-Banking

ﬁl FFIEC Retail Fayment Sysiems
Handbock {Dated March 2004

The Monetary Authonity of
m Singapcore - Internet Banrking -
' Technology Risk Management
Guidelines

The Monetary Authionty of
m Singapore - Internst Banking -
Technology Risk Management

B51318

B
fa
o
[
RS

B
(%]
oo
o

e
[}
[
P

Bo-
e
e
o)

Section Title

Metwork ACcess

Firewalls

Firewalls

Information. Security Controls

EFT/POS AND CREDIT CARD NETWORKS

SECURITY PRINCIFLES AND PRACTICES

SECURITY PRINCIFLES AND PRACTICES

Section SubTitle

Firewslls

Packet Filter Firewalls

Firewall Policy

Metwork access confrols over

external conneciions

FIREWAIL L INFRASTRUCTURE

FIREWALL INFRASTRUCTLRE

15
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Localization

Translated Risk Intelligence Map into Japanese

e RI1000-J
7 Risk Staterment: BEZHDIFETETERFEEL / Falure to undarstand and exercise fiduciary duties.
7| Rigk Map Type:  Risk Intelligence Map - Japan

* ik mtelligence M%7 Governanca
Map (RIM] Class:

# M Category:. J—L-—+HI 05 [/ Corporate Governance
*IRIM Sub Category:  BUSF G SMBEhE S EH LY  Board Effectivensss/Knowledge Management

* Rizk Statement The Board of Directors has the responsibility to sct on behalf of the organization’s shareholders and aim for increased shareholder value. The Board
Dezcription:  also needs 1o comply with varous regulations in place to ensure proper functioning and accountability of its members

2 Class Desc: Governance is a sel of relationships and structure through which the objectives of the organization are sel, and the means of 2ttaining those
objectives and monitonng perfaormance are determined. It is about corporate faimess, transparency, accountability and nsks related to the structure,
policies, procedures and authorities in which the key directions and decisions of the organization are cverseen. This includes corporate govemnance
and ethice as two risk categories under it

% giM Category Dese: 2 —H2 "l'_'}‘f.«’lii FHEZ . BE . A f&%ﬂéﬁﬁ‘ﬂigﬁh DHIE . ﬁ%ﬁ%ﬁlﬁ!ﬁ B SRDC AT D Bl —AL —H S
RICHEOENSETEED - BT - RIH - R . WL . BEEOBEDT - SEEEEET - BEEE - dEORIETES - BICI—TL—F
At ald  AMOSETESS S E BT RIZNC « ZD M BT 22 RO BN IR THETAZTEY « MBE ST 2R HBETC
STWTLEIRTAZTHLLIERTE - A RAYIO—

A —H T ADEEERELALCAL  BSE  EEEES T ERSHEEUFEERNNITS . FETREST MR T B RENREE -
Corporale governance is the set of processes, custems, policies, laws and institutions affecting the way an organization is directed, administered
or controlled. Key slements of good corporate governance principles include honesty. trust and integnity, openness, performance onentation,
responsibility and accountabdlty, mutual respect, and commitment to the arganization. In particular, corporate govemance emphasizes that, semiar
executives of the organization should conduct themselves honestly and ethically, especially cenceming actual or apparent conflicts of interast, and
disclosures in financial reports. Failure of the organization to put in place effectve corporate governance practices may lead to Board members,
senior managemant, of employees committing ilegalfunethical acts, resulting in fraudulent reporting and disclosures.

2| RN Sub Category BUEFIRICIA « DSV F LS HGD P P VB BRSNS - TOI0) - MEFATEDHEECHHEI AL - HECREER IS NS
vesc; BUHLe THICLY  BFED LG @2 « IO HEF E 32 EOME DA F R0 D FOTHIL EEIC DL T BETHEER A
UL AT AT HREV ORI T B 2L A IASETHD - i« BERNICNHRS ERCERTLIESLN BT SHL 2 REEIE
FROLERARE (Tl Va0 TR

PR E (IS BAEEARE A b b= L] SRt f oot ST A T AT o8 IR - AR R T RS AL SRR D B
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2. Deliver services

A flexible and powerful platform to model and deliver the firm’s current and future risk and
compliance offerings to clients leveraging the available Deloitte intellectual property.

« Enable rapid development of supporting technology for new service offerings (e.g.
response to any new regulation)

* Perform Enterprise Risk Management assessments.

« Evaluate/assess risk maturity and/or regulatory compliance using any available risk
framework.

« Document control design and effectiveness tests,

« Manage issues, signoffs and certifications (can be workflow enabled)
« Perform root cause analysis

» Flexible reporting on all of the above

17 © 2011 Deloitte Touche Tohmatsu Limited



2. Deliver services — Perform assessments

» The Risk Platform offers functionality to facilitate assessments, tests or evaluations of the data stored

within the platform
« All of the content stored within the risk platform can be assessed/evaluated using

Results 1-4 Prev | Nexi

¥ ,ﬁ Risks
1]

Assessment of Impact

& Vulnerability

Risk of 2 borrower defaulting  Financial Risk Credit Risk Obligor Risk

on payment of s
obligations; guarantor faling

RI 11001-Collateral
Management

=

to honor his guarantee »
)
E Ri 11001 Collateral Management Actions | = |

210 R1 11001-Collateral Management
?! Risk St Risk of a defaulting on it of his obligati rantor failing to honor his guarantee
Capability
F—r— T Assessment
7/ Comments:  not covered across the bank

5 E Risks

i Risk Statement RIM Sub Category

RI 7002 Isa nsk f: Gan Corporate Govemance Risk Oversight Risk Gawernance o
supported by appropriate &

standards (e.g., COSO ERM,
IS0, etc ) used throughout
the enterprise to manage
risks 7

B} ri7002 | Actions [ 5 |

7 RIT00Z 7 Name: |s acommon risk framework supported by appropriate standards (e.g, COSO
ERM, IS0, #ic.) used throughout the enterprise to manage risks ?

?' Risk Statement:

? Risk Intelligence
Hiap (RiW) Class:

? RIM Category:
7| RIf Sub Category:
?! Sub Category Type:

2 Comments:

18

standards (e.g COS0 ERM, 120, etc ) used throughout the enterprise 1o manage risks

Is 3 common risk ¥

Governance

Caorporate Governance
Risk Oversight

Risk Governance

by

*l Category: -

agree this is not an issue
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2. Deliver services — Report on Key Risks

 Several reports are available in the Risk Platform providing valuable insight into the data present within
the platform and the results of an assessment or evaluation of that data.
 The platform is capable of displaying reporting data in multiple formats.
« Grid, Pie Chart, Bar Chart, Line Graph, 4 Quadrants, etc.
« Significant knowledge of report development is present within the firm making the possibility of report
enhancement or new report development easier.

Report: 100 - MARCI CHART

7 o

Assurance of Freparcdness
*

“ @ @ ® ©
2 @ . Hanagerant Feporting
Lty

& Ineentory Acoount ngsCoesnol
i o g ging

Enhance Ptk ation
-

Taxatkon

Tax Reporting

Soeracis: Flannieg

Fegulabory Sty
Flarsdngraudgetng/Forecasting
Pargradl

(ORI T B T

Hnd-:nl-u-:.rsltsmm Peasurs far 'L'l.l:‘-.llath'-: Irmpact 11 Fieancis Statement Froud
IZ Fieenckl eciosunes

1% Firanciyl Snoal Inesrtomnens
14 Credit Batng

15 Credit

18 Captta Monogement

1F Accounting for Wendor
1 Erecmikiens

-1&  Accounticeg

0

a g ! 2 3 4 =

Wuslner it

1 Tawabke LAk of kKnowlengs Shout bay poEces Can resiit in W o underpay Tt of taNes With an abtendant 1.0 3.0
rabliny bo eRpholt o ieverags 1Tax— saving appoEuRes.

z Tax Reporting Wmmmmmwmmmmrmmmmmﬁﬁapﬂrrdﬂ'mﬂnarﬂ@lmunq .0 IO
prooess. & S5k of brachinkoal bedge for bl Finamcial

may beaad bor ernoseecis tae reporiing.  Porther, I'.he-mwm h-mﬂuh\cdioﬂh varbustmmuutﬁ:l mrrwnn wikh bax
aethordies for 21 the ocations i which it aperaces, & the stipalated farmas, a0 within presorbed fimolnes. &n
organization may not be able to ldentify 20l of The tax-Sling requirements, srhbch may bead 1o non-compiianos:.

2 Soarard Planeieg THE PROCRSS Of SORRarID = of = and the analysis. In e anadyels, 1.0 .0
wncerfainties o aach Wﬂmmnmmminmmm impact ik could haummwﬂw: lcn-q

Berm strategy. This irnproses declslon-makieg ard makes the = batter et B =
ag well capitalize on opportunkies.

4 Reguintory Reporting Tk S5O and Sedar srhorites in other Jriscictions enforoe the stahstory reqieirement that pubbc oompasies Skt =0 20
P reports, Wmmzmumm;mmmww regriations. Thia SEC maintains an

oriime databaas called ELBSAR {the Bectronic Dotz Gatherng, Anabecle, and Refriewal system] from which investors can
19 accoss information fled with the ngeccy. The arganiTations Inahity to et axternal reporting reguirements or falore
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2. Deliver services — Report on Findings

Dtters_ermuser

“TOPENPAGES CommandCenter" - Capabiity Assessment

Risk Assessment Capability Framework Report

Summary Information by Risk Competency Area
Risk Assessment Type:
Assessmeni(s):

Maturity & Diagnostic - BOD, Committee & C-Sulte

RI Diagnostic & Maturity Model Summary Results:Click here

Risk Assessment Name Risk Competency Area  Capability Score
RA 100-Bank Desired State Assessor Risk Governance 432

Risk Infrastructure & Oversight 5.00

Rizk Ownarship 450

Detailed information for the Risk Assessment

dB8 = oEEE G S5

RA 100-Bank Desired State Assessor Maturity & Diagnostic - BOD, Committee & C-Suite

Risk Assessment Risk Risk Risk Statement Risk Competency Risk Risk Risk Sub Category Risk Comments
Name Competency  Name Area Response Class Category
Area
RA 100-Bank Risk Govemance RIT7002 Isa common risk framework supported by appropriate standands (e.g.,  Agree Govemance Corporate Risk Oversight
Desired State COSO ERM, IS0, etc ) used throughout the enterprise to manage Govemance
Assessor risks ?
RI 7004 | Do the goveming bodies (8.g., Boards, Audit Committees, etc ) have Agree Govemance Corporate Board
appropriate transparency and visibility into the enterpnise's risk Governance  Effectiveness/Knowledge
management practices in order to discharge their responsibilities for Management
oversight?
20
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2. Deliver services — Report on Maturity
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2. Deliver services — Report on Status

Business Endity. Dema Libvarg'Darmo - Sustamability Assessmonl MogelTemo - Suslanabilily Assessment Model

Zount

ﬁ{ Current State - Gewvernance {Sustainabiliby

4.5

Risk Assessment Status

Drerma - Sustainabilicy Assessment Model

Business Entity:

MName

f:_‘f,. Cument State - Technoleoy (Sustainatility

& Desired State - Bovemance (Sustainallity)

r'i‘; Dasired State - Technolody (Sustanabllity

22

& Demo LibraryDemo - Sustainabiilty Assessment ModelDemo - Sustainability Assessment Model

B Hew

W 0 Prezress

i uncer Review
M Appioved

M R=ected

Sunsey Tracking Status Report

Surery Trocker Selechon Cridcnon
Y
BT ‘uzlarmbdly
ypa
Carvien St - Givaiianoe il nebidy) Sustardtebly - Sovesnime dCivedl Slakl, Cuverl Stale - Tochioloy {Sustanabily Sestenebily - Tedntkgy
SlrwepEy | (CINTRT S2d). DRsTRd a0 - BEVAmATrs (SNl Sesinshi sy - Bovemarns (DResiea S5, Tvem S - Techoky (Sustdeshing)
Spstarrbiity - Tactmioyy (Desied S|

Survely MesCrimtios Shabis

Curmerm] S - Govermatta Sugianatily - Sousmanos - Naw Cutsnadity W19, | Dec2 7 a 7.5
{Susaraty) [T S Leser NG 3

Deesuend St - Tevtrehogy | Sirstaresbidy - Tecimbogy | In Progress . Sodaretslly  Kow 8

s Toredt Satsl) Iigar it

Cue! S Iecimciogy. | Sshimatety  Tectnology o Progoss - Sisssrobbty.  Kovdd  Decd. (2 5 W%

Description

Sustainabélity - Governance (Current State)
Sustatnalxlity - Techhology (Cument State)
Sustainability - Governance (Desired State)
Sustalnatslity - Technology (Desined State)

Status

Start Date  End Date Creator ASSESSOr Reviewer

MNow 19, 2010 Dec 2, 2010 | Rob Garagicls | Diters: sustaing | Diters_sustain
MNov 10, 2010 | Dec 1. 2010 | Rob Garaghoka | Dtiers_sustainu | Dihers _sustain
MNow 12, 2010 Mov 19, 2010 | Rob Garagicls | Diters_sustainu | Diers_sustain

Mov 8, 2010 Nov 1T, 2010 | Rob Garagiola | Diters_sustaing | Dtters_sustain
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2. Deliver services — Management Dashboard

* Risk Platform supports the creation of dashboards that can be configured for individual users or user

groups.

* This feature offers a greater assurance that the most timely information is delivered to the correct

resources.

nuEOPENPAGES CommandCenter - Control Risk Issue Dashboard
Bl =

Bl B B # &

Select a Business Entity: * /Demo Library

Controls, Risk and Issues Dashboard

Current Date: Jan 14, 2010 |

Operating Effectiveness

20

10

Demo-Business Demo-Retailer
Frocess

Business Entity % Effective
ﬁ?@ Demo-Business Process 81

%  Demo-Retailer 18.2

&0 operating Effectiveness
- 1 Effective
11— i Mot Determined
W Ineffective
aayr— i
00— T

Risk

High

Low

Low Medium High

3 (AT
4 opet
M close
B rew
7 |-

gl
Demo-Eusiness Demo-Retailar
Frocess
Business Entity % Closed
E’& Demo-Business Process 3.3
[,  Demo-Retailer %35

23
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3. Demonstrate capabilities

A platform to demonstrate our deep understanding of risk and regulatory compliance and the
underlying technology needed to build an effective program to manage it.
« Provides a live, configurable environment to demonstrate risk management and
compliance concepts to our clients
« Environment to showcases Deloitte’s capabilities in understanding and implementing
technology that addresses client’s risk and regulatory needs.

Common Definition of Risk

Common Risk Framework

Roles & Respon5|blllt|es Hosk Do Lhzanz «2F Lo kors

Transparency for Governing Bodies

Common Risk Infrastructure
Common Risk

Fiss I= raszrisct, . re Infrastructure 0 . . R
a AR Lo ol BAar= oot
Executive Management Responsibility AT Wl el : e R

Objective Assurance and Monitoring
Risk Process

Business Unit Responsibility

Hus ness Laws ol

Frges Do
Suzperting Fanchiers

Support of Pervasive Functions



Risk Platform Use Case — Risk Registers Enablement

Current State Technology Enabler

» Excel based process burdensome to the business with a lot * Web based easy to use platform with a central repository
of administration + Create an efficient and effective process which can expand
with our business

» Security, version, change control issues » Check in/out single version with history

* Limited transparency  Extensible security model to support roles and responsibilities
* Limited audit trail * Full audit trail
* Limited manual reporting and no central repository » World Class reporting engine

* No Workflow or automation « Workflow and automatic email notification

[} L ] L ! ] [} — Pt L] b iy Thediell | L AR T
Lo Urievien 3 (e ey syt ek leee | Frsation mysem | i i b Lo R g Bl e g TR 5 i Bt S b LAl F
K- Dl B ind Moo il bl e s Pl B B Mg o e ek i i b e i | S — -
¥ G P e, o P e el ey o o e o T ov | o P P e arepen e n e oo
T 00 R e —— e (L e n— | R
i B wrchm (e e g Urmiiey . ey L e R N, P i e o g et wa . E—ar
L1 Tevchg Mook b g D e v Dooke b T A kbt AR 1 5 T
F firromtpariiy Ol o e b oz - i s
[T} “nkg Ksduatrpns by agh w vl it P b diri Dol Pt e et g sl 1 i b s v Trrde Dimie s P
arteyadewe - "
+ " e 3
Doy e i kst e ' S 5 A
R e T— i - o ; ey
LN eT] Tridar P el Maiieg ekl v Dy Tl e 1 | L i et e —— e A
L B it e o B By R M MR ke el i
£l levom Plleseseiipreetn Heldde  brlw e | 1 + Il R L SRR e SR L]
a ha
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Risk Platform Use Case — Risk Assessment

Current State Technology Enabler

» Excel based process burdensome to the business with a lot * Web based easy to use platform with a central repository
of administration  Create an efficient and effective process which can expand
with our business

» Security, version, change control issues * Check in/out single version with history

* Limited transparency * Extensible security model to support roles and responsibilities
* Limited audit trail * Full audit trail

» Limited manual reporting and no central repository » World Class reporting engine

* No Workflow or automation » Workflow and automatic email notification

L IENRL L. -

. :
,
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Risk Platform Use Case — Sustainability Assessment

Functions/Benefits

» Leverage Deloitte’s Sustainability Model » Web based easy to use platform with a central repository
» Governance, Workplace, Workforce, Supply Chain  Create individual portals based on roles and responsibilities
* Products & Services, Technology + Create an efficient and effective process which can expand
» Benchmark current state against desired state with your business
» Automatically push out assessments to responsible parties + Ability to conduct offline assessments and upload the results
» Develop a sustainable operating model * Improve business unit visibility to risk information
* Provide transparency and full audit trail + Ability to leverage and create various real-time dashboard
*Increase visibility into BU processes to enable proactive risk sand operational reports
management « Ability to aggregate / rollup or drill-down on the information
* Flexible security model based on business needs
+ Automate risk processes and reporting * Built-in project management reporting

Distribute/ Assess / Capture Monitor / Report / Aggregate/ Sustain
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Risk Technology Implementation Program — Common Pitfalls

» Lack of proactive leadership commitment/governance
» I[nadequate access to senior management

= Unclear roles and responsibilities (Ownership, transition plans, change
management, training, maintenance, approvals)

= Lack of clear definition of project scope
= Moving targets of business or project during implementation

= No signed commitment (contract, statement of work, change orders) for work
underway

= Lack of proactive monitoring of third party involvement
» Unnecessary level of technical complexity/over engineering

= Unclear understanding of and agreed upon end results (reporting, dashboard,
access)

= Lack of appropriate personnel skill sets
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