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This addendum is based on the CST 2nd quarter 2017 recommendation (RSU1707 - all service 
through end of March 2017  not already marked RSU and PE 
resolution/HIPER/Security/Integrity/Pervasive PTFs and their associated requisites and supersedes 
through May 2017).       
 
 
The contents of this addendum (RSU1707) are PE resolution and HIPER/Security/Integrity/Pervasive 
PTFs and their associated requisites and supersedes through the end of June 2017; however, the 
following products/tools are all service through the end of June 2017 not already marked RSU:  
 

• - IBM 31-bit SDK for z/OS,Java Technology Edition, V7, service level SR3 FP40 (PTF UI37577)   

• - IBM 64-bit SDK for z/OS,Java Technology Edition, V7, service level SR3 FP40 (PTF UI37578)  

• - IBM 31-bit SDK for z/OS,Java Technology Edition, V8, service level SR4 (PTF UI47625) 

• - IBM 64-bit SDK for z/OS,Java Technology Edition, V8, service level SR4 (PTF UI47626) 

• WebSphere Application Server for z/OS V8.0 - Service level 8.0.0.12 – All service though PTF  
UI34439     

• WebSphere Application Server for z/OS V8.5 - Service Level 8.5.5.11- All service through PTF 
UI43211  

  
 

 
If more information is needed regarding our CST 2nd quarter recommendation, the URL follows:   

http://www-03.ibm.com/systems/resources/RSU1706.pdf  
 
 

 
 
 
 
 
Problems Encountered 
 
The APARs listed in the table below represent the problems the CST team encountered during the month 
following the quarterly recommendation; however, if a problem was encountered and corrected for this 
recommendation, it will not be listed in the table below.  The APARs listed below are either open, or their 
associated PTFs were not yet available for testing in the CST environment prior to this recommendation.  
Customers should verify APAR status through normal means.   
 
Note:  Consolidated Service Test does not replace the regular service procedure. If a problem is 
encountered with product code, you should report the problem to IBM support.  
 
 
 
 
 
 
 
 
 
 
 
           



GDPS 3.14  

PI83803 GEO270I NON-DISRUPTIVE STATESAVE REQUESTED FOR DISK SUBSYSTEM 
00VM241. REASON=AUTONOMIC REQUEST FOR IOS071I unexpectedly issued  

  

DFSMS 2.1.0  

OA53383  Abend0C4 in IGW8ROP2 can happen if DFSMStvs is being restarted and trying to OPEN 
a data set defined with LOG(NONE) 

  

DFSMS 2.2.0  

OA51691 AbendU801,RSN=6E2A9551,CB_UMOUNT  
OA52198 Abend0F4 RSN130D1600 during copy of PDSE  
  

Z/OS V2R1  

OA53296 HASP003 RC=(125),SPOOLDEF  - CYL_MANAGED=ALLOWED requires    
LARGEDS=ALLOWED or LARGEDS=ALWAYS. LARGEDS=FAIL cannot be specified if 
CYL_MANAGED=ALLOWED 

  

 NOT PART OF THE CST RSU  
TWS V9.3   

PI79321  When running EQQJOBS, the Step List repository is inserted  
in the migration JCL (EQQICNVS), provided that the STEP     
AWARENESS indicator is set to Yes.                          

 
 
 
 
 
 
How is the Customer going to obtain and install the CST 2nd quarter 2017 addendum level 
(RSU1707) of service? 
 

Please proceed to the CST website for the steps involved. 
The URL is: http://www-03.ibm.com/systems/z/os/zos/support/servicetest/   
 
 
 
For Questions and Comments    
 
     To submit questions or comments regarding Consolidated Service Test or the CST Web site, please use 
the feedback form on the CST web site.  The URL is:  
http://www-03.ibm.com/systems/z/os/zos/support/servicetest/contact.html 
 
 
 
 
 
 
Appendix A:  Excluded Maintenance  
 
IMS V13:   
     Excludes(UI42745, UI42746, UI47374)  

   

 


